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ISO (the International Organization for Standardization) is a worldwide federation of national standards
bodies (ISO member bodies). The work of preparing International Standards is normally carried out
through ISO technical committees. Each member body interested in a subject for which a technical
committee has been established has the right to be represented on that committee. International
organizations, governmental and non-governmental, in liaison with ISO, also take part in the work.
ISO collaborates closely with the International Electrotechnical Commission (IEC) on all matters of
electrotechnical standardization.
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orial rules of the ISO/IEC Directives, Part 2 (see www.iso.org/directives).
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5 first edition of ISO 15638-9 cancels andreplaces ISO/TS 15638-9:2013, which has been
sed. The main changes compared to‘the previous edition are as follows:

Inclusion of remote inspection using short-range wireless interrogator for enforcement
poses.

5t of all parts in the ISO 25638 series can be found on the ISO website.
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Introduction

Many ITS

technologies have been embraced by commercial transport operators and freight owners

in the areas of fleet management, safety and security. On-board applications have also been developed

for govern

mental use. Such regulatory services in use or being considered vary from jurisdiction to

jurisdiction, but include electronic on-board recorders, digital tachograph, on-board mass monitoring,
‘mass’ data for regulatory control and management weigh-in-motion, vehicle access methods, hazardous
goods tracking and eCall. Additional applications with a regulatory impact being developed include fatigue

manageme

In such an
overall arc

within a ca

allow for a
of a generi

the frame
commercig

nt, speed monitoring and vehicle penalties imposed based on location, distance and time.

pmerging environment of regulatory and commercial applications, it is timely to considef an
hitecture (business and functional) that could support these functions from a single platfprm
mmercial freight vehicle that operates within such regulations. International Standards
speedy development and specification of new applications that build upon the fiinctiondlity
" specification platform. A series of standards deliverables is required to desé¢tibe and define
vork and requirements so that the on-board equipment and back office systems can be
lly designed in an open market to meet common requirements of jurisdictions.

The ISO 15638 TARV series addresses and defines the framework for a rangeof-cooperative telemdtics

application
on-board
includes t
services toj
service prq

The ISO 1
application
application

The ISO 15
Zealand) a

This document provides specifications for-weigh-in-motion and on-board weighing monitoring

supports s

NOTE1
can vary frq
how they d¢

NOTE2 1
can vary fr
of which sej
standardizd

implementaftions wlere implemented.

Vi

e

s for regulated vehicles (e.g. access methods, driver fatigue managément, speed monitorjing,
ass monitoring, Remote Tachograph Monitoring, ADR management). The overall sdope
concept of operation, legal and regulatory issues, and the-generic cooperative provisiopn of
regulated vehicles, using an on-board ITS platform. Theframework is based on a (multiple)
vider-oriented approach with provisions for the approval and auditing of service providers.

tics
tics

5638 series provides both the means to achieye current requirements for telemd
s for regulated vehicles and the basis for future development of cooperative telema
s for regulated vehicles.

[638 series is timely, as many governments(Europe, North America, Asia and Australia/lew

e considering the use of telematics for'atange of regulatory purposes.

and
bveral defined communication profiles in which this function may be performed.

and
Ct of

'he definition of what comprises a ‘regulated’ vehicle is regarded as an issue for national decision
m jurisdiction to jurisdiction. This series does not impose any requirements on nations in respe
fine a regulated vehicle:

and
bect
yide
ient

'he definition of what comprises a ‘regulated’ service is regarded as an issue for national decision
m jurisdiction<o)jurisdiction. This series does not impose any requirements on nations in res
vices for regtifated vehicles jurisdictions they will require, or support as an option, but will pro
d sets of requirements descriptions for identified services to enable consistent and cost-effid
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telligent transport systems — Framework for

cooperative telematics applications for regulated
commercial freight vehicles (TARV) —

Part 9:

Ré

Thi
the
met

Thi
the
req

d)
Thi
Thi

' Hottat-tact ; o

Scope

5 document addresses the provision of ‘Remote Digital Tachograph Menitoring” an
form and content of the transmission of such data required to support.such systems,
hods to that data.

5 document provides specifications for common communications and data exchange
application service remote digital tachograph monitoring thatia jurisdiction regulator ¢
1ire or support as an option, including:

High level definition of the service that a service providerprovides. The service definitio
common service elements but does not define the:detail of how such an application
instantiated, nor the acceptable value ranges of the,data concepts defined.

Means to realize the service.

Application data naming, content and quality that an IVS delivers, including a number of
data (noting that requirements and constraints of what can/cannot be transmitted over
vary between jurisdictions).

Support for a number of defined-~eommunication profiles to enable remote inspection.
5 document is not applicabtefor analogue tachograph equipment/systems.

5 document provides specifications for the following communication profiles:

interrogatordnstigating a physical roadside inspection (master<>slave)
Profile Clarvia a hand aimed or temporary roadside mounted and aimed interrogator

Profile.C1b: via a vehicle mounted and directed interrogator

1 specifies
and access

aspects of
an elect to

h describes

service is

profiles for
the air can

Communication Profile C1: Roadside inspection using a short-range wireless communication

Profile C1c: via a permanent or semi-permanent roadside or overhead gantry

— Communication Profile C2: Roadside inspection using a short-range wireless communication
interrogator instigating a download of data to an application service provider via an ITS-

station communication (master<>slave + peer<>peer)
Profile C2a: via a hand aimed or temporary roadside mounted and aimed interrogator
Profile C2b: via a vehicle mounted and directed interrogator

Profile C2c: via a permanent or semi-permanent roadside or overhead gantry

— Communication Profile C3: Remote inspection addressed via an ITS-station instigating a
download of data to an application service provider via a wireless communications interface

(as defined in ISO 15638-2).
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It is possible that subsequent versions of this document will support additional communication profiles.

NOTE1 The definition of what comprises a ‘regulated’ service is regarded as an issue for national decision
and can vary from jurisdiction to jurisdiction. This document does not impose any requirements on nations in
respect of which services for regulated vehicles jurisdictions will require, or support as an option, but provides
standardized sets of requirements descriptions for identified services to enable consistent and cost-efficient
implementations where instantiated.

NOTE 2 The ISO 15638 series has been developed for use in the context of regulated commercial freight
vehicles (hereinafter referred to as ‘regulated vehicles’). However, there is nothing to prevent a jurisdiction from
extending or adapting the scope to include other types of regulated vehicles, as it deems appropriate.

2 Normative references

The followjing documents are referred to in the text in such a way that some or all of their confent

constituteg requirements of this document. For dated references, only the edition cited applies.|For
undated references, the latest edition of the referenced document (including any amendments) applies.
ISO 14904, Electronic fee collection — Application interface definition for~dedicated short-rdnge
communicdtion

ISO 15638}, Intelligent transport systems — Framework for collaborative Telematics Applicationd for
Regulated gommercial freight Vehicles (TARV) — Part 1: Framework andarchitecture

ISO 15638}2, Intelligent transport systems — Framework for collaborative Telematics Applicationd for
Regulated gommercial freight Vehicles (TARV) — Part 2: Common platform parameters using CALM

ISO 15638
Regulated
procedures

L3, Intelligent transport systems — Framework for-collaborative Telematics Applications
rommercial freight Vehicles (TARV) — Part 3:\Operating requirements, ‘Approval Autho
and enforcement provisions for the providersaf regulated services

for
rity’

ISO/TS 15638-4, Intelligent transport systems —Framework for cooperative telematics applications
regulated gommercial freight vehicles (TARV) —'Rart 4: System security requirements

for

ISO 15638
for Regulat

5:2013, Intelligent transport systems — Framework for collaborative Telematics Applicatfons

pd commercial freight Vehicles.(TARV) — Part 5: Generic vehicle information

ISO 15638
for Regulat

6:2014, Intelligent transpoert systems — Framework for collaborative Telematics Applicatfons

ed commercial freightVehicles (TARV) — Part 6: Regulated applications

ERC 70-03) ERC RECOMMENDATION 70-03 Relating To The Use Of Short Range Devices (Srd)

ETSI EN 3
Road Trans
equipment
Part 1: Gen{

00-674-1, VI;2:¥:2004-08, Electromagnetic compatibility and Radio spectrum Matters (EH
port and Traffic Telematics (RTTT); Dedicated Short Range Communication (DSRC) transmis
(500 kbit/s'/ 250 kbit/s) operating in the 5,8 GHz Industrial, Scientific and Medical (ISM) b
bral characteristics and test methods for Road Side Units (Interrogator) and On-Board Units (O

M),
kion
ind;
BU)

ETSI ES 2002674-1, V2.2.1:2011-02, Intelligent Transport Systems (ITS); Road Transport and Trqffic
Telematics (RTTT); Dedicated Short Range Communication (DSRC); Part 1: Technical characteristics and
test methods for High Data Rate (HDR) data transmission equipment operating in the 5,8 GHz Industrial,
Scientific and Medical (ISM) band

ETSI TS 102-792, V1.2.1:2015-06, Intelligent Transport Systems (ITS); Mitigation techniques to avoid
interference between European CEN Dedicated Short Rang Communication (CEN DSRC) equipment and
Inteligent Transport Systems (ITS) operating in the 5 GHz frequency range

EN 12253, Road transport and traffic telematics — Dedicated short-range communication — Physical
layer using microwave at 5,8 GHz

EN 12795, Road transport and traffic telematics — Dedicated Short Range Communication (DSRC) —
DSRC data link layer: medium access and logical link control
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EN 12834, Road transport and traffic telematics — Dedicated Short Range Communication (DSRC) —
DSRC application layer

EN 13372, Road transport and traffic telematics (RTTT) — Dedicated short-range communication —
Profiles for RTTT applications

ARIB STD-T75, Dedicated Short-Range Communication

TTAS KO0-06.0025, Standard of DSRC Radio Communication between Road-side Equipment and On-
board Equipment in 5,8GHz band

3 |Terms and definitions
For|the purposes of this document, the terms and definitions given in ISO 15638-1 and the-following apply.
[SO|and IEC maintain terminological databases for use in standardization at the following addresses:

— |ISO Online browsing platform: available at https://www.iso.org/obp

— |IEC Electropedia: available at http://www.electropedia.org/

31
app
smdll (usually) Java™D (3.21) applets, organized as software bundles, that support applicatfon services
(3.9) by keeping the data pantry (3.14) provisioned with up te date data

3.2
application service
serYice provided by a service provider (3.32) enabléd by accessing data from the VS (3.18) of p regulated
vehicle (3.30) via a wireless communications network

3.3
application service provider
ASE
party that provides an application service (3.2)

3.4
app library
sepprately secure area of memory in /VS (3.18) where apps are stored with different access|controls to
datq pantry (3.14)

3.5
approval
formal affirmation that an applicant has satisfied all the requirements for appointment as anfapplication
servyice provider (3.3) or that an application service delivers the required service levels

3.6
apprt ovat agreenrent
written agreement made between an approval authority (regulatory) (3.7) and a service provider (3.32)

Note 1 to entry: An approval authority (regulatory) (3.7) approval agreement recognizes the fact that a service
provider (3.32), having satisfied the approval authority’s requirements for appointment as a service provider, is
appointed in that capacity, and sets out the legal obligations of the parties with respect to the on-going role of the
service provider.

1) Java™ is an example of a suitable product available commercially. This information is given for the convenience
of users of this document and does not constitute an endorsement by ISO of this product.
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3.7

approval authority
<regulatory> organization (usually independent) which conducts approval (3.5) and ongoing audit (3.9)
for service providers (3.32) on behalf of a jurisdiction (3.22)

3.8

architecture
formalized description of the design of the structure of TARV and its framework (3.17)

39

audit/auditing

review of 4
(3.6)asas

3.10
basic vehi
data thats

3.11
communig
CALM

party’s capacity to meet, or continue to meet, the initial and ongoing approval agreem
brvice provider (3.32)

cle data
hall be maintained/provided by all IVS (3.18) regardless of jurisdiction (3.22)

ations access for land mobiles

layered sol

tion that enables continuous or quasi continuous communications between vehicles and

infrastructure, or between vehicles, using such (multiple) wireless teléecommunications media that
available i any particular location, and which have the ability to migrate to a different available m¢

where req
using a sui

3.12
commerci
ITS applic

EXAMPLE

3.13

core data
basic vehid
application

3.14

data pantry

secure are
library (3.4

3.15
driver
person dri

ired and where media selection is at the discretion of user (3.37) determined parameter
Le of standards based on ISO 21217 (CALM architectuxe) and ISO 21210 (CALM networkin

1 application(s)
tions in regulated vehicles (3.30) for commercial (non-regulated) purposes

Asset tracking, vehicle and engine monitering, cargo security, driver management.

service (3.29)

y
h of memory in [I75(3.18) where data values are stored with different access controls to

)

Fing the regulated vehicle (3.30) at any specific point in time

Pnts

the
are
pdia
5 by
g)

le data (3.10) plus any additional data required to provide an implemented regulgted

app

3.16

facilities

layer that sits on top of the communication stack and helps to provide data interoperability and reuse,
and to manage applications and enable dynamic real time loading of new applications

3.17

framework
particular set of beliefs or ideas referred to in order to describe a scenario or solve a problem

© IS0 2020 - All rights reserved
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3.18

in-vehicle system

IVS

ITS-station (3.19) and connected (TARV/RTM) equipment on board a vehicle known in EFC specific
equipment as OBE (on-board equipment) or OBU (on-board unit)

Note 1 to entry: Often known in tachograph specific regulations as VU (vehicle unit).

3.19

interrogator
off-board device which can establish a wireless communications session with the IVS and request
the[provision of tachograph data which is often a mobile device under the control of an-agent of the
jurisdiction

3.2
ITS}station
ITSts

entjty in a communication network, comprised of application, facilities (3.16); networking [and access
laygr components specified that operate within a bounded secure management domain

Note¢ 1 to entry: For details, see 1ISO 21217.

3.21
Java™
objé¢ct oriented open source operating language developed by. SUN systems

3.2p
jurisdiction
government, road or traffic authority which owns the regulatory applications (3.28)

EXAMPLE Country, state, city council, rodd "authority, government department (customf, treasury,
trarjsport).

3.28
jurisdiction regulator
agent of the jurisdiction (3.22) appointed to regulate and manage TARV within the donpain of the
jurikdiction which may or may-fiot'be the approval authority (regulatory) (3.7)

3.2
opdrator
flegt manager of a reqguldted vehicle (3.30)

3.2

physical roadside inspection
phypical inspection of the tachograph data of a stopped vehicle by agents of the applicatjon service
proyiders@usually police or inspectors appointed by the jurisdiction)

3.2

prime service provider
service provider (3.32) who is the first contractor to provide regulated application services (3.29) to the
regulated vehicle (3.30), or a nominated successor on termination of that initial contract and who is also
responsible for maintaining the installed IVS (3.18)

Note 1 to entry: If the IVS was not installed during the manufacture of the vehicle, the prime service provider is
also responsible for installing and commissioning the IVS (3.18).

3.27

profile

common and consistent elaboration of content and sequence of a set of chosen classes, conforming
subsets, options, parameters, and/or data concepts to accomplish a particular function/specification

© IS0 2020 - All rights reserved 5
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3.28

regulated application

regulatory application

application arrangement using TARV utilized by jurisdictions (3.22) for granting certain categories
of commercial vehicles rights to operate in regulated circumstances subject to certain conditions, or
indeed to permit a vehicle to operate within the jurisdiction and which may be mandatory or voluntary

at the discretion of the jurisdiction

3.29
regulated

application service

TARV application service (3.2) to meet the requirements of a regulated application that is mandated

by a

regulation

3.30

regulated
vehicle tha
system of {
with speci
require the

3.31
remote ta
RTM
collection,
application

3.32

service pr
party whig
commercig

3.33
session
wireless cq
its applicat
manage th
the ITS-sta

3.34
specificat

imposed by a jurisdiction (3.22), or is an option supported by a jurisdiction

vehicle
t is subject to regulations determined by the jurisdiction (3.22) as to itsise on the T
he jurisdiction in regulated circumstances, subject to certain conditions, @nd in complia

provision of information via TARV or provide the option to do so

Chograph monitoring

service provider (3.3)

pvider
h is certified by an approval authority (reguldtory) (3.7) as suitable to provide regulate
1ITS application services (3.2)

mmunication exchange between the ITS-station (3.19) of an IVS (3.18) and the ITS-statio
ion service provider (3.3) to achieve data update, data provision, upload apps, or othery
b provision of the application'service (3.2), or a wireless communication provision of dat]
Fion of an IVS (3.18) from any other ITS-station

on

explicit angl detailed description of the nature and functional requirements and minimum performg

of equipms

nt, service ot’a-combination of both

3.35
tachogra

oad
nce

ic regulations for that class of regulated vehicle and which at the option"of jurisdictions may

collation, and transfer of data from an on-board electrenie’tachograph (3.35) system t¢ an

 or

n of
Vise
A to

nce

sender unif uSually mounted to a vehicle gearbox, a tachograph head and a digital driver card, w

records tl@wuhhe

driver’s (3.15) activity selected from a choice of modes

3.36

telematics
use of wireless media to obtain and transmit (data) from a distant source

3.37
user

ich

individual or party that enrols in and operates within a regulated or commercial application (3.12)
service (3.2)

EXAMPLE

Driver (3.15), transport operator (3.24), freight owner.
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ADU Application Data Unit

APDU application protocol data unit

App applet (JAVAT™ application or similar)
ASN.1 Abstract Syntax Notation One

ASP application service provider

BE Bit Error Rate

BL Bluetooth Low Energy

BS Beacon Service Table

CALM communications access for land mobiles
CA controller area network

CR( cyclic redundancy check

DSRC Dedicated Short-Range Communication
EID Element Identifier

EF( Electronic Fee Collection

EN European Norm (Standard)

GNS$S Global Navigation Satellite System

ID Identity

ITSts ITS station

IVS In-vehicle system

L7 Layer 7 0f DSRC (Application Layer Core of DSRC)
LID legical link control identifier

LLQ logical link control

LPIpU link layer protocol data unit

MA MediaAccess Comtrot{MediaAccess Layer Core of DSRET
MA-DATA MAC sublayer primitive to the LLC sublayer
OBE On-board equipment (EFC term for IVS)
OBU On-board unit (EFC term for IV unit)

PrwA private uplink window allocation

PuWA public uplink window allocation

RR response request
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RSU
RTM
SAP

SE
T-APDU
TARV
VST

VU
WGS84

Ms

5 Confq

Requirems
services dg
the jurisdi

Systems ¢
Profiles C1i

Systems th
support at

Jurisdictio
specifically
not requir
enforceme
addition (f

6 Gene

6.1 Gen

This docu
the form a|
methods tq

Road-side unit (EFC term for roadside interrogator)
remote tachograph monitoring

Service access point

service element

Transfer-Application Protocol Data Unit

telematics applications for regulated vehicles

vehicle service table
vehicle unit (EU regulatory term for tachograph 1VS)
World Geodetic System 1984

Microsecond

rmance

nts to demonstrate conformance to any of the general provisions or specific applica
bscribed in this document shall take into consideration‘thé data requirements imposeq
tion where they are instantiated.

aiming conformance with this document may Stipport one or more of Communica
C2 and C3 as defined in Clause 1, but shall suppert at least one of these options.

at wish to claim conformance with TARVANFTS-station<>ITS station communications, s
least communication profile C3, together\with conformance to ISO 15638 Parts 1 to 6.

s requiring and regulating the use of'remotely monitored tachographs are recommende
r regulate in the case of the use of Profile C1 and/or Profile C2. It is further recommended
bd) that jurisdictions whose data requirements require support of Profile C1 for regulat
ht purposes also at least enicourage the ability to technically support Profiles C2 and C
br later potential migrationpurposes).

ral overview and' framework requirements

bral

ment addresses the provision of ‘Remote Digital Tachograph Monitoring’ and speci
Ind ecoritent of the transmission of such data required to support such systems, and ac

Fion
| by

fion

hall

d to
but
ory
B in

fies
Fess

that data.

This document is appropriate for digital tachograph systems. It is not appropriate for analogue
tachograph systems.

ISO 15638-1 provides a framework and architecture for TARV. It provides a general description of the
roles of the actors in TARV and their relationships.

For a clear understanding of the TARV framework, architecture and detail and specification of the roles
of the actors involved, the reader is referred to ISO 15638-1.

ISO 15638-6 provides the core requirements for all regulated applications. For a clear explanation of the
general context into which the provision of this application service is provided, the reader is referred to

ISO 15638-

6.
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The present version of this document provides specifications for the following Communication Profiles:

— Communication Profile C1: Roadside inspection using a short-range wireless communication

interrogator instigating a physical roadside inspection (master<>slave)

Profile Cla: via a hand aimed or temporary roadside mounted and aimed interrogator;
Profile C1b: via a vehicle mounted and directed interrogator;

Profile C1lc: via a permanent or semi-permanent roadside or overhead gantry.

See 6 2 for averview

NOTI
Reg
201
Ann
rega

6.2

a short-range wireless communication interrogator instigating a physical roads

ins
6.2

Thi
a)

interrogator, instigatinga download of data to an application service provider)(masf
+ peer<>peer)

Profile C2a: via a hand aimed or temporary roadside mounted and aimeddnterrogator;
Profile C2b: via a vehicle mounted and directed interrogator;

Profile C2c: via a permanent or semi-permanent roadside or overliead gantry.

See 6.3 for overview.

Communication Profile C3: Remote inspection addressed via an ITS-station ins
download of data to an application service providervia a wireless communication
(peer<>peer) (as defined in ISO 15638-2)

See 6.4 for overview.

E Within the Member States of the Eurgpéan Union, remote tachograph monitoring is c
hlation 2016/799/EC and its Appendix 14, which was published on 2016-05-26 and entered int
b-06-15. This constrains remote tachographi-monitoring in the European Union to the transactio

ex B using 5,8 GHz DSRC. Annex B is consistent with this Regulation. For European regulatory re
rding the short-range communicatioh$ interface see 2016/799/EC Appendix 14.

Overview of Communication Profile C1 — Remote roadside inspection usin
pection

1 General overview of Communication Profile C1
5 profile covers the use case where an agent of the jurisdiction:

Uses asshort-range communication interrogator to remotely identify a vehicle which is
inxiolation of the tachograph regulations of the jurisdiction.

Communication Profile C2: Roadside inspection using a short-range wireless coanunication

er<>slave

tigating a
5 interface

ntrolled by
force from
n defined in
quirements

1S
ide

potentially

b)

ra P | PP - N | 4 £ 21 H s acliad i 11 +1 iaad A3 A | P |
UIILT TUUTIILITICY, LT GSCIIL Ul UIIT Jbll ISUICTIUIT CUIILL Ullllls LIIC lllLCllUsClLlUll UCLIUCTS 'V

hether the

vehicle should be stopped, and if so, instructs colleagues downstream to stop the vehicle and effect
a physical download of data from the vehicle, or may pass the data directly to them to enable them

to make such decisions.

This scenario is appropriate (but not limited to) situations where local data requirements require the
physical ‘arrest’ of a vehicle potentially in violation of regulations and/or where the regulations require
a physical download of data made by an agent of the jurisdiction, directly from the ‘arrested’ vehicle in
order to support a prosecution, and/or situations where data concerning the driver is prohibited from
being sent via wireless communications.

There are three subset profiles of this remote inspection:

©IS
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6.2.1.1 Profile Cla — Via a hand aimed or temporary roadside mounted and aimed

interrogat

or

In this use case the agent of the jurisdiction is situated at the roadside, and aims a hand held, tripod
mounted, or similar portable interrogator from the roadside towards the centre of the windshield of the
targeted vehicle. The interrogation (transaction profiles defined in Annex A, and data profiles defined
in Annex C) is made via short range communication such as 5,8 GHz DSRC (defined in Annex B), taking
into consideration the data requirements of the jurisdiction. See Figure 1.

Z N
A

TeliilaY

A

gr
I
nOEOO);

QO

Fig

6.2.1.2 K

In this use
held, porta
or the intel
the targete
vehicle (fo
defined in

such as 5,8 GHz DSRC (defined in Annex B), taking into consideration the data requirements of

jurisdictiol

T T Ak
f:

Roadside CEN-DSRC Reader

pure 1 — Use case 1: Roadside interrogation using short range eommunication

rofile C1b — Via a vehicle mounted and directed interroegator

case the agent of the jurisdiction is situated within axhoving vehicle, and either aims a h
ble interrogator from the vehicle towards the centre,of the windshield of the targeted veh

d vehicle when the interrogator’s vehicle is inva particular position relevant to the targg

I example directly ahead in a stream oftfaffic). The interrogation (transaction prof
Annex A, and data profiles defined in-Annex C) is made via short range communica

1. See Figure 2.

5 o

©) O

b

Mobile CEN-PSRC Reader

re 2 — Use-case 2: Vehicle based interrogation using short range communication

rofile C1c — Via a permanent or semi-permanent roadside or overhead gantry

and
cle,

'rogator is mounted within the vehicle so as to point towards the centre of the windshield of

ted
iles
[ion
the

2}

Figu
6.2.1.3 K
In this us

case a permanent or semi-permanent gantry oOr roadside interrogation equipment is

activated remotely to the instruction of the agent of the jurisdiction so as to point towards the centre
of the windshield of the targeted vehicle when the vehicle passes under or by the interrogator. The
interrogation (transaction profiles defined in Annex A, and data profiles defined in Annex C) is made
via short range communication such as 5,8 GHz DSRC (as defined in Annex B), taking into consideration
the data requirements of the jurisdiction. See Figure 3.

10
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6.3

wileless communication interrogator, instigating a download of data to an appli

Ser]

6.3
Thi

NOT
usin

The
and
the
req

In t
may
dat

Figure 3 — Gantry mounted interrogator using short range communication

Overview of Communication Profile C2 — Roadside inspection-using a shoj
vice provider

1 General overview of Communication Profile C2
5 use case covers the scenario where an agent of the jurisdiction:

Uses a short range communication interrogator to remotely identify a vehicle which is
in violation of the tachograph regulations of the jurisdiction.

Once so identified, the interrogator provides the vehicle IVS with a case reference
destination IP address via the short range communication, and instructs the vehicle [VS
the tachograph data required by the tachograph regulation of the jurisdiction.

The vehicle IVS then sends the data (probably via its ITS-station) together with the
destination [P address and case-feference to a previously supplied address of the
service provider

E Consistent with other TARV standards, as part of security measures, except for remote ix
g short range wireless equipment, it does not send data directly to the requested destination adg

application service provider is then responsible for validating the requested destination
if valid, forwards.the case reference code and tachograph data to the requested IP ag
be stages of the-process are outside the scope of this document. Regulations are given
lirements of the'jurisdiction).

his use ¢age, the application service provider may be an agent of/appointed by the juri
' be a.commercial application service provider who is under legal obligation to provide {
h to'the jurisdiction on request from the jurisdiction. In the case in a jurisdiction where

t-range
cation

potentially

fode and a
to provide

requested
hpplication

terrogation
ress.

[P address,
dress (but
n the data

sdiction or
achograph
the ASP for

thig

use case is to be an agent of the jurisdiction, then the valid IP address of the ASP shall

have been

programmed into the memory of the tachograph/ITS-station of all affected vehicles.

There are three subset profiles of this remote inspection:

Profile C2a: via a hand aimed or temporary roadside mounted and aimed interrogator;
Profile C2b: via a vehicle mounted and directed interrogator;

Profile C2c: via a permanent or semi-permanent roadside or overhead gantry.

The interrogation variants are as shown in Figures 1 to 3 above. The overall interrogation scenario is
as shown in Figure 4. Transaction profiles are defined in Annex A, data profiles are defined in Annex C,
and a wireless transaction is defined in Annex B.

©IS
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Jurisdiction or its
Service Provider agent

Application

N
\

ITS-Station

6.4 Ovel
station in

communications interface (as defined in ISQ.15638-2)

6.4.1 Ge
This profil
a) Direct
(probg
b) Remot
target
regula

c) Once s

provides the/vehicle IVS with a case reference code and a destination IP address, and instructs

vehiclg

Figure 4 — Communication Profile C2

rview of Communication Profile C3 — Remote inspection addressed via an IT]|
stigating a download of data to an application service provider via a wireless

neral overview of Communication Profile C3
e covers the scenario where.an agent of the jurisdiction either:

y uses an ITS-station tolinterrogate the target vehicle via the ITS-station of the target vel
bly because of its location in a target zone), or

ely (from any internet connected location) addresses the vehicle via the IP address of
vehicle to remotely identify a vehicle which is potentially in violation of the tachogr
fions of thejurisdiction.

o identifiéd, the agent of the jurisdiction via the ITS-station<>ITS-station communica

IVS to provide the tachograph data required by the tachograph regulation of the jurisdict

icle

the
aph

Fion
the
ion.

d) The vehicle IVS then sends the data via its ITS-station, together with the requested destination IP
address and case reference, to a previously supplied address of the application service provider.
Consistent with other TARV standards, as part of security measures, it never sends data directly to
the requested destination address.

The application service provider is then responsible for validating the requested destination IP address,
and if valid, forward the case reference code and tachograph data to the requested IP address (but
these stages of the process are outside the scope of this document. Regulations are given in the data
requirements of the jurisdiction).). Transaction profiles are defined in Annex A, and data profiles are
defined in Annex C.

In this use case, the application service provider may be an agent of/appointed by the jurisdiction or
may be a commercial application service provider who is under legal obligation to provide tachograph

12
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data to the jurisdiction on request from the jurisdiction, or may simply be a legitimate application
service provider seeking data from the vehicle (for example for the vehicle operator). In the case of
a jurisdiction where the ASP for this use case is to be an agent of the jurisdiction, then the valid IP
address of the ASP shall have been programmed into the memory of the tachograph/ITS-station of all
affected vehicles.

See Figure 5 for a pictorial example.

6.5

6.5

6.5
witl

6.5
veh
oth

Application [ Jurisdiction or its
Service Provider } - \ agent
7
. s
Ve
~

ITS-Station

7

4

i

Figure 5 ~— Communication Profile C3

Communications requirements

1 General communjcations requirements

h a communications option specified in ISO 15638-2.

1.2 ThelSO 15638 series has been developed for use in the context of regulated comme}
cles. There is nothing, however, to prevent a jurisdiction extending or adapting the scope
b1’ types of regulated vehicles, as it deems appropriate.

6.5.2 Communications profile C1 requirements

1.1 In orderto-be conformant with this document, the communications employed shall conform

cial freight
to include

6.5.2.1 Communication may be made via any short-range communications medium supported by

1SO
a)

b)
‘)

15638-2, operating within the appropriate regional regulatory framework, such as:

ERC RECOMMENDATION 70-03 (Tromsg 1997 and subsequent amendments) Relating To
Short Range Devices (SRD);

ARIB STD-T75; Dedicated Short-Range Communication (Japan);

The Use of

TTAS.KO-06.0025; Standard of DSRC Radio Communication between Road-side Equipment and On-

board Equipment in 5,8 GHz band (Korea);

© IS0 2020 - All rights reserved
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but it shall be specified which of these options is supported, taking into consideration the tachograph
regulations of the jurisdiction in which the vehicle is registered.

Transaction profiles are defined in Annex A, data profiles are defined in Annex C and the short-range
transaction is defined in Annex B.

6.5.2.2 These are controlled circumstances where the initial communication is made directly between
the vehicle and equipment operated by the agent of the jurisdiction acting as an ‘inspector’ or a mobile

inspection

6.5.2.3
normative
shall be co

6.5.2.4 T

point of the jurisdiction (an ‘interrogator’).

nnexes of this document (and within the context of TARV, the interrogator of the jurisdie
sidered in this case to be a special case of an ‘application service provider’).

he inspector of the jurisdiction shall comply to the security provisions specifiedin the ann¢

to this docfiment and be aware of any local data requirements imposed by the jurisdiction.

6.5.2.5 S
given in the
6.5.3 Co
6.5.3.1 T
6.5.3.2 T

6.5.3.3 T
transactior]

6.5.4 Co

6.5.4.1 C
a)
b)
‘)
d)

The oV
The se
The ‘b
The ge

Transactio

pecific aspects of tachograph data shall be as determined in the Annéxes to this documen
p data requirements of the jurisdiction

mmunications profile C2 requirements

he short-range interrogation shall conform to the requirements of 6.5.2.1.

he provision of data to the application service ptQvider shall conform to the requirement

ransaction profiles are defined in AnnexA, data profiles are defined in Annex C, and the D
is defined in Annex B.

mmunications profile C3 requirements

ommunications may be any)communications medium supported in ISO 15638-2.
erall architecture employed shall comply to ISO 15638-1 to ISO 15638-6.

curity employed-shall comply to ISO 15638-4.

hsic vehicle.data’ shall comply to ISO 15638-5.

neric cehditions for this application service shall comply to ISO 15638-6.

h profiles are defined in Annex A and data profiles are defined in Annex C.

ant
fion

EXES

[, O

SRC

7 Requirements for services using generic vehicle data

The means by which the access commands for generic vehicle information specified in ISO 15638-5 can
be used to provide all or part of the data required in order to support a regulated application service

shall be as

defined in ISO 15638-6 or as specified in the annexes supporting this document.

8 Application services that require data in addition to basic vehicle data

8.1 General

Shall be conducted as defined in ISO 15638-6 or as specified in the Annexes of this document.

14
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8.2 Quality of service requirements

This document contains no general requirements concerning quality of service. Such aspects shall be
determined by a jurisdiction as part of its data requirements for any particular regulated application
service. However, where a specified regulated application service has specific quality of service
requirements essential to maintain interoperability, these aspects shall be as specified in Clause 10 or

as specified in annexes of this document.

8.3 Testrequirements

seryice, and issued as a formal test requirements specification document. However, where
reghlated application service has specific test requirements essential to maintaininglinter
these aspects shall be as specified in Clause 10, relating to this regulated application

in g separate standards document referenced within that Clause, or specified-in the anne
document, and where multiple jurisdictions recognize a benefit to common test proced
spefific regulated application service, this shall be the subject of a separate standards do
be 3s specified within data requirements with common requirements issued by or on beh

jurisdictions.

8.4 Marking, labelling and packaging

antiation based on the ISO 15638 series of\standards, the contracting parties shall mak
icitly known to the implementing jurisdiction and shall be aware of the privacy law
1irements of the implementing jurisdiction and shall mark up or label any contracts spec
explicitly drawing attention to any loss®©f privacy and precautions taken to protect privacy:. 4
ivn to ISO/TR 12859 in this respect.

Common features of regulated TARV application services

9.1 General

The details of particular instantiations of regulated application service are as design
application service system to meet the requirements of a particular jurisdiction and are ndg
hergin, save@s‘described below. ISO 15638-6 specifies the generic roles and responsibilitis
in the systems, and instantiations that claim conformance with this document shall also be ¢
with the general requirements of ISO 15638-6.

'ts shall be
hpplication
a specified
pperability,
service, or
xes of this
ures for a
cument, or
h1f of those

hrking and
ing to that

ed by any
e such risk
s and data
fically and
\ttention is

ed by the
t specified
s of actors
onformant

Anr
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pt profiles

(Annex C), which may be selected and mandated for use by a jurisdiction or group of jurisdictions.

The services included in this document include both communications using ITS-station transactions
consistent with other TARV applications and also the special case of roadside inspection using 5,8 GHz
DSRC interrogation.

9.1.1 Communication Profiles C1 and C2

9.1.1.1 This document provides profiles for a direct communication between an ‘inspector’ or ‘mobile
inspection point’ of the jurisdiction (an ‘interrogator’), that does not involve any other application service
provider. Communication Profiles C1 and C2 use specific short-range communications means specified in
Annexes of this document. See 10.1.2 and Annex B.
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9.1.1.2 In the case of the specific instance of a short range communication between an inspector of the
jurisdiction and a vehicle using specific means specified in annexes of this document, the inspector, acting
as an “interrogator” may be considered as special instantiation of an Application Service Provider, and
any on-board file content deletion shall take into consideration the data requirements of the jurisdiction.

9.1.1.3 See Figure 6.

Tachograph app regulated
to run at all times vehicle /\

. .

Provide encryption
Feys o vehicle
tachograph

Collect and file data in on-
board data pantry
(tachograph memory)

Interrogator demands e
data via DSRC r\é

wireless link

22) ASP/ jurisdiction
wireless link/ System
emory device/
direct interface

Transfer the encrypted
data to Interrogator

Record event
Update files according to
regulation

Figure 6 >~ Short-range interrogation (Communication Profiles C1 and C2)

9.1.1.4 FprZelarity: The difference between communication profile C1 and C2 is that while hoth
interrogations are made by an inspector using a short-range interrogator, profile C1 returns the data in a
secured form directly to the inspector’s interrogator, while profile C2 acknowledges the request directly,
but sends the data via an ITS-station to the application service provider (via communications profile C3).
The application service provider verifies that the enquirer is genuine, and if so, forwards the data to the
inspector.

9.1.2 Communication Profile C3

9.1.2.1 The means by which data is provisioned into the data pantry and the means to obtain the TARV
LDT and core data, where required, are described in ISO 15638-6:2014, Clause 8.
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In order to minimize demand on the IVS (which it is assumed may be performing multiple

application services simultaneously, as well as supporting general safety related cooperative vehicle
systems), and because national requirements and system offerings will differ, a ‘cloud’ approach has
been taken in defining TARV regulated application services

9.1.2.3 The TARV approach is for the on-board app supporting the application service to collect and
collate the relevant data, and at intervals determined by the app, or on demand from the application
service provider (ASP), pass that data to the ASP. All of the actual application service processing shall
occur in the mainframe system of the ASP (in the ‘cloud’). For further information, see ISO 15638-6:2014,

Clause 9.

Run on-board ‘app’

Collect and file data in
on-board data pantry

ASP System

Transfer the data to .
Application Service
Provider wireless link

Delete file content and

return to repopulate
data into file

9.1J2.4 Ata conceptual level, the TARV system is therefore essentially simple, as shown.in FiLure 7.The
profess is similar to that for CoreData, but data is supplied to a different on-board file in the d

ata pantry.

Figure 7 — TARV regulated application service on-board procedure (Communication Profile C3)

At a common generic functional level for this application service, the process may be seen as shown in

Figure 8 below, however the connected equipment may/may not be required in all cases.

© IS0 2020 - All rights reserved
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9.2 Common role of the jurisdiction, approval authority, service provider and user

In the case of Communication Profiles C1 and C2, the common role of the jurisdiction, approval
authority, application service provider and user is given in a data requirement of the jurisdiction in
which the vehicle is operating.

In the case of Communication Profile C3, the common role of the jurisdiction, approval authority,
application service provider and user shall be as defined in ISO 15638-6 and is given in a data
requirement of the jurisdiction in which the vehicle is operating.

- . . - . . . .
9 3 Co mon-charactericstics for instantiations ofreculated annlication services
. THOo - Chda e IOt 0T o HIO Tt T OO O e St tC aap pHta oS5 e vices

In the cas¢ of Communication Profiles C1 and C2, the common characteristics for instantiatiens of
regulated application services are given in a data requirement of the jurisdiction in which the|vehic|e is
operating.

In the casq¢ of Communication Profile C3, the common characteristics for instantiations of regulgted
applicatior] services shall be as defined in ISO 15638-6.

9.4 Common sequence of operations for regulated application services

9.4.1 Gejneral

In the casq of Communication Profiles C1 and C2, the common sequence of operations for the renjote
tachograplp operation is given in a data requirement of the jurisdiction in which the vehicle is operatfing.

In the caselof Communication Profile C3, the common sequénce of operations for regulated application
services shall be as defined in ISO 15638-6.

9.4.2 Quality of service

Generic quility of service provisions for application services shall be as defined in ISO 15638-6 of, at
the discretfion of the jurisdiction, given in & data requirement of the jurisdiction in which the vehicle is
operating.
9.5 Information security

[t is assumpd that data will netimally be encrypted before it is sent across the wireless medium.

[t is also agsumed that enChyption techniques will change over time.

Each packdt of RTM, data shall therefore comprise five elements. See Table 1.

Table 1 — Structure of RTM data

A B C D E
No of octets | No of octets Payload data Security data 10101010
of payload | ofsecurity end of field
data data identifier
octet
2 octets 2 octets (A) Octets of payload data (B) Octets of security data 1 octet
Example:
3 2 111111110000000011111111 0000000011111111 10101010

Payload data shall comprise the information content to be transferred across the air interface. Other
than the overall field size constraint of A (65535 octets), the number of octets of payload data is not
limited per se by the standard, but may be limited by the physical and practical constraints of the
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communication medium (for example when using Communications Profile C1) or by a data requirement
of the jurisdiction.

Security data shall comprise the security ‘keys’ or links to keys or other security mechanisms
provided to enable the payload data to be decrypted. Other than the overall field size constraint of B
(65 535 octets), the number of octets of security data is not limited per se by the standard, but may be
limited by the physical and practical constraints of the communication medium.

In the case of Communication Profile C1, the data is to be transferred in ‘frames’ of a maximum of
128 octets, of which 18 octets are used by header and control data, leaving 110 octets, of which
50 octets are reserved for security data, and 10 octets for internal categorization management, leaving
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o 50 octets of payload data per frame as defined elsewhere within the normative Anng
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he case of Communication Profile C3, information security shall be as defined ih.TSO/T|
he case of Communication Profile C1, security provisions are as defined impAnnex B.
ommunication Profile C2, security provisions for the information requesp functions
ermined in Annex B, and the security provisions for information provisiomshall be as det]
TS 15638-4.

Data naming content and quality

he case of Communication Profile C3, data naming shall be-as defined in ISO 15638-5:20
8.4, or shall be as defined in Annex C of this document.

he case of Communication Profiles C1 and C2, datakhaming shall be as defined in Ann¢
ument.

ations specific to the remote tachograph monitoring application service shall be as defin

Software engineering quality systems

he case of Communication ProfileC3, software engineering quality systems shall be as
15638-6, or, at the discretion of the jurisdiction, given in a data requirement of the jur
ch the vehicle is operating.

Quality monitoring station

availability of quality monitoring stations shall be as defined in ISO 15638-6, or, at the d
jurisdiction, givermin a data requirement of the jurisdiction, in which the vehicle is opera

Audits

he case.of Communication Profile C3, audits shall be as defined in ISO 15638-6.

xes to this

S 15638-4.
n the case
chall be as
ermined in

13, 8.2, 8.3
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defined in
sdiction in
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fing.

In {

heé)case of Communication Profiles C1 and C2, audits shall take into consideratio

n the data

requirements of the jurisdiction in which the vehicle is operating.

9.1

0 Data access control policy

In the case of Communication Profile C3, to protect the data and information held by the application
service provider, each provider shall adopt a risk-based data access control policy for employees of the
provider.

In the case of Communication Profiles C1 and C2, audits shall take into consideration the data
requirements of the jurisdiction in which the vehicle is operating.
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9.11 Approval of IVSs and service providers

In the case of Communication Profile C3, generic provisions for the approval of IVSs and service
providers shall be as specified in ISO 15638-3. Detailed provisions for specific regulated applications
are given by the regime of the jurisdiction.

In the case of communication profiles C1 and C2, generic provisions for the approval of [VSs and service
providers are given in a data requirement of the jurisdiction in which the vehicle is operating.

10 Remote tachograph monitoring (RTM)

10.1 TARY RTM service description and scope

10.1.1 Geperic TARV RTM use case via the application service provider

wa )

Prime Service Provder S

RTM Applicatjon
Service Provi

Reports -

violations to —1
. . el —_—

Jurisdictiop—
—

Reports,
Data to

Sends Refords to Operator

app

Vehicle . %
|<_ _______ fes Vehicle | ____

A Operatoy

Jurisdict{on

Approves RTM
Application Seryic

In-vehicle system | - h
Approves1vs Drives|Vehicle

A
Approves

|
Responds toyagompts
tacograph. Digital Tachograph ’\ / User

Operates
Tacograph Driver

Approvals Authority

Eicure 8 — Remote tachogoranh monitorince use case.
5 -l of 5

Figure 8 provides an illustration of a TARV remote tachograph (RTM) monitoring system.
Communication Profiles C1 and C2 of this application service are defined in 10.1.2. Communication
Profile C3 of this application service is described in 10.1.3 and 10.1.4.

NOTE In the case of Communication Profiles C1 and C2, the RTM Application Service Provider is an
‘inspector’ of the jurisdiction using a short-range wireless interrogator.

This use case applies where tachograph data is obtained in scenarios such as:

a) Communication profile C1: Interrogation of the tachograph by an inspector of the jurisdiction using
a short-range wireless interrogator in accordance with procedures defined in the Annexes of this
document. (See 10.1.2).
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b) Communication profile C2: Interrogation of the tachograph by an inspector of the jurisdiction
using a short-range wireless interrogator with a response via the ITS-station of the vehicle to a
predetermined IP address and validation of the requested final destination for the data made by
the application service provider.

c¢) Communication profile C3: Requests for tachograph data broadcast to vehicles within range of a

fixed or mobile interrogation point using any wireless access medium that can communicate with
the ITS-station of the vehicle/tachograph or requests for tachograph data by a legitimate source
such as the operator of the vehicle or the jurisdiction by addressing the IPv6/IPv4 address of the
vehicle ITS-station or its tachograph with validation of the requested destination for the data

provided by the application service provider

10.1.2 Specific use case of tachograph inspection by an inspector of the jurisdiction‘as

e equipment (Communication profiles C1 and C2)

In the situation of the inspection of a specific vehicle tachograph by an authorized ag
jurisdiction using a short range mobile means of wireless interrogation in the ¢ibcumstance W
is np opportunity to validate the destination of the inspector's address via‘arremote applicat

proyider, validation of the inspector's interrogator shall be made using the processes def
Annexes of this document, and shall use communication profiles defined in Annex B of this

and| transaction profiles specified in Annex A of this document and.data concept profiles s

Annex C of this document, or as specified in the data requiremerits of the jurisdiction.

Thip application service is described in 10.1.3, 10.1.4 and 10%2.

10.1.3 Description of TARV RTM regulated application service

TARV RTM is a means to deliver data concepts containing digital tachograph data to an

seryice provider using the TARV IVS and a wir€less communication interface between the I

application service provider central system.

The objective of Communication Profile C1 is to provide data to determine whether
progress should be ‘arrested’ in ordeér:to fully check the tachograph data (full tachograph
trapsferred). The objectives of Communication Profiles C2 and C3, is, in situations where it
to qutomatically provide the relevant tachograph data to the jurisdiction via an applicat
proyider. What comprises ‘relevant” tachograph data in these instantiations may var
juri
exa
pro
one

Ct data concept transferred shall be at the determination of the jurisdiction. Some op
files that a jurisdiction may select are provided in Annex C, but jurisdictions are not bg
of these optionpdalprofiles in order to claim compliance with this document.

Communication-Profiles as defined in Annex A and B of this document are therefore a gener
trapsferring.data which is specified by the local data requirements of the jurisdiction and th{
do INOT specify any of the precise content of the tachograph data concept transferred (which
the|determination of the jurisdiction).

sdictions, so this document provides the means to transfer this data, but the specificg

fing short

ent of the
here there
ion service
ned in the
document,
pecified in

hpplication
VS and the

a vehicle’s
data is not
is allowed,
on service
iy between
tion of the
fional data
und to use

¢ means of
bse profiles
shall be at

However, whilst the objective of Communications Frofiles CZ and Cs are to provide all of the

data required for the interrogation by wireless means, the objective in Communication Pr

tachograph
ofile C1 is

simply to provide relevant data via the wireless communication in order to determine, or assist to

determine, whether the vehicle should be stopped in order to extract data from its tacho

graph. The

amount of data that can be transferred within Communication Profile C1 is limited (to 50 octets

payload), because of the nature and limitations of the communication transaction.
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International, regional and national data requirements shall determine the content of electronic
tachograph data. However, Annex C provides some data concept profiles that jurisdictions may elect to
use, specify, or specify by reference to a particular profile specified in this document.

EXAMPLE

are provide

NOTE
communica
security an
Annex C prd

4

In Europe, EU regulation 1360/2002 (Recording equipment in road transport) and latterly, EU
regulation EU 165-2014 (tachographs in road transport) provide the requirements in countries of the European
Union for digital tachograph equipment, and combined with Regulation 561/2006/EC of the European Union
(driving and rest times of professional drivers), provides the regime for driver monitoring in Nation states within
its jurisdiction. Tachograph data profiles adopted by the EC, and therefore widely in use in at least 28 countries,

d as optional data concept profiles in Annex C.

Fion to access this data (including security provisions); subclause 9.6 provides specificationg
1 is complemented in Annex B with direct security measures for a wireless solution (B.1:6.5);
vides specifications for data.

The exact hature and form of the requirements and reports will vary from jurisdictioncte jurisdict

and such d
and basic

vehicle sys
application
requireme
their doma

etail is not standardized in this document. This document specifies the basic architect
nformation needed to support this type of application service using TARV, so that thg
tem can satisfy the requirements of any likely instantiation by a-different jurisdicti
service provider, or so that the regulated vehicle and equipment(can support the diffe
hts of different jurisdictions when the regulated vehicle and driver are operating wi
in. However, Annexes A and C also provide profiles of tachograph data access transact

and data concepts which regulators may elect to adopt as the norm within their jurisdiction.

The natur
document,
Although t
requireme

a) The di
serial

proceg

When
tachog

b)

When
and /ot
outpuf]
is OFF,

Data s
than ty

Notwi
requir
shall b

h

and form of the tachograph device/function within a vehicle is not specified in
but may be expected to be standardized and/orrégulated elsewhere by jurisdicti
achograph regulations differ around the world, iftyorder for TARV RTM to operate, it
nt that at least the following features be present'in the digital tachograph:

pital tachograph shall be able to output the“following data using an appropriate dedic3
ink independent from an optional CAN\bus connection (ISO 11898 series), to allow t
sing by other electronic units installed in the regulated vehicle.

Lhe ignition of the regulated vehicle'is ON, key tachograph data (as determined by the dig
raph system design) is permanently broadcast to the IVS.

the ignition of the regulatied vehicle is OFF, at least any change of driver or co-driver acti

any insertion or withdrawal of a tachograph card shall generate a corresponding ¢
. In the event that data)output has been withheld whilst the ignition of the regulated veh
that data shall be'made available once the ignition of the vehicle is ON again.

fored into theyddta memory shall not be affected by an external power supply cut-off of
velve months'in type approval conditions.

hstanding that the data to be transferred shall be a function of system design and regulaf
bments and is not determined in this document, the recording equipment of the tachogr

less
for
and

ion,
ure

in-
on/
Fent
hin
ons

this
bns.
is a

ted
heir

ital

ity
lata
icle

less

ory
aph

e‘able to store in its data memory the following vehicle unit identification data:

name of the manufacturer,

address of the manufacturer (or a reference to a data registry where such data is available.

A reference to a publicly available International register of manufacturers may optionally be
stored as a ManufacturerID and URL of the register.),

SO

SO

22

ser

part number,

ial number,
ftware version number,

ftware version installation date,
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— year of equipment manufacture,

approval number,

— length, in bytes (octets) of ‘RTMdata’ file,

and, shall be able to store in its data memory the data required by the jurisdiction requiring the

tachograph.
f)

standard and declared format.

The data stored in its data memory shall be made accessible to the IVS and the TARV RTM app in a

Figlire 8 provides an illustration of a TARV remote digital tachograph monitoring @y
application service is described in 10.1.4 and 10.2.

10.1.4 Description of TARV RTM application service

Theg TARV remote tachograph monitoring (RTM) application service may exKibit itself in a
different forms in different jurisdictions. In each case the use case shown in Figure 8 may v
and|is therefore an example, not a requirement. It is likely to be named differently according
and|the regulatory environment in which it is instantiated.

stem. This

number of
ry slightly
o its origin

The exact nature and form of the requirements and reports will vary from jurisdiction to jyirisdiction,

and such detail is not standardized in this document. This dogument specifies the basic a
and information needed to support this type of applicationservice using TARV, so that the
system can satisfy the requirements of any likely instantiation by a different jurisdiction/

rchitecture
b in-vehicle
hpplication

seryice provider, or so that the regulated vehicle and equipment can support the different requirements

of different jurisdictions when the regulated vehicle-and driver are operating within thg
Annex A provides details of communication transactions for each communication profile a
proyide profiles of tachograph data concepts which regulators may elect to adopt as the n
thelr jurisdiction, and Annex B outlines a wireless communication transaction. Later editj
document may specify additional communication transactions.

!

ir domain.
d Annex C
rm within
ons of this

Figlire 8 shows an appropriate exaniple use case where reports are required by the jurisdiction and

whére compliance is also monitored such that transgression may result in an offense/prosecution,
whilch is perhaps the most comptehensive example of the TARV RTM application service.

10.2 Concept of operations for TARV RTM

10.2.1 General

TARV remote taehograph monitoring (RTM) is an application service that transfers digital fachograph
data from acvehicle to an application service provider (who may be a commercial service provider or
may be an-inSpector of the jurisdiction), using a TARV IVS and a wireless communicatioh interface
(Commanication Profile C3), or in the case of a direct short range communication, between the inspector
(‘interrogator’) and the vehicle using a short range wireless communication (such as Comnunication
Profites €tanmd CZ) Requiremer OT TEIMOTE tachograpit MONItoring may vary fromr one jurisdiction

to another. Therefore, this document neither specifies nor requires the use of particular specific data
concepts, nor controls the content of the tachograph data, but a number of example data concept profiles,
and transactions, are provided in Annex C of this document, which may be suitable to be specified in
the data requirements of jurisdictions using this document.

10.2.2 Statement of the goals and objectives of the TARV RTM system

The objective is to provide data from an on-board digital tachograph to an application service provider,
or the agent of the application service provider.

The service is achieved by an app in the IVS requesting tachograph data from the digital tachograph,
storing the data in a uniquely identified file, and sending the data as determined in the app (at
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defined intervals or on demand from the application service provider system). Principal provision of
the application service is provided by the landside application system, or a mobile inspection point
(‘interrogator’), and the on-board application is a means of feeding data to that landside system, or
interrogator, and may on occasions receive data from the landside-based application service system.

10.2.3 Strategies, tactics, policies, and constraints affecting the TARV RTM system
The principle issues affecting the system are those of collecting data from an unspecified device.

This application service restricts itself to providing a medium to transfer (unspecified) data from an on-
board devi Lo . : : . L

service. That is left to the jurisdiction, the application service provider, and approval auth
(regulatory).

The IVS is|a device of limited capability and will be expected to be multi-tasking with-other TARV
‘apps’ and plso conducting non-TARV cooperative vehicle system apps at the same timé{Jt is therefore
important that the IVS is not overloaded by a complicated TARV RTM app.

In many jyrisdictions, there may be a requirement to provide data to a mobile roadside inspection
point or a vehicle mounted device (‘interrogator’) operated by an inspector/agent of the jurisdicfion
(Communig¢ation Profiles C1 and C2). These requirements may vary from.one jurisdiction to another
and may inldeed vary for different instantiations within a jurisdiction.

This docurhent therefore supports:

a) Obtainling tachograph data by interrogating via a short rahge (‘interrogator’) that is wirelefsly
connedted in accordance with short-range communicatiop such as that defined in Annex B, or inffra-
red, communication provisions as specified in ISO 156382 (Communication Profiles C1 and C2).

b) Obtainling tachograph data by interrogating via a m@bile interrogator thatis wirelessly connected in
accordance with one or more of the other wireless media specified in ISO 15638-2 (Communicafion
Profilg C3).

c) Obtaining tachograph data by interrogating via a fixed gantry or roadside beacon that is wirelefssly
connedted in accordance with one or more of the other wireless media specified in ISO 15638-2
(Comnpunication Profile C1, C2, or.C3).

d) Obtaining tachograph data by(remotely addressing the IPv6/1Pv4 address of a vehicle ITS-station
or its tachograph that is wir€lessly connected in accordance with one or more of the wireless m¢dia
specified in ISO 15638-2, (Eemmunication Profile C3).

In the casq of an instantiation of a) (Communication Profile C1), the data may be sent directly to|the
interrogating inspector<{using the transaction and security provisions of Annexes A, B and C of fhis
document pr may (€ormmunication Profiles C2 and C3) be provided only to a predetermined addregds of

ied

10.2.4 Organizations, activities, and interactions among participants and stakeholders of
TARV RTM

It should be noted that an entity may perform multiple roles and in doing so takes on the responsibility
to perform the functions described under those roles.

In the case of RTM, the application service provider may be a commercial service contracted to provide
the operator who has instructed the application service provider to meet the demands of the jurisdiction
on behalf of the operator, or the RTM application service provider may be an agent or department of the
jurisdiction.
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10.2.5 Clear statement of responsibilities and authorities delegated for TARV RTM

Table 2 provides a list of the actors involved, their activities and interactions.

Table 2 — TARV RTM actors involved, their activities and interactions

ACTOR

ROLE

ACTIVITIES

INTERACTIONS

Jurisdiction (J)

Sets requirements for
mandatory and supported
TARV RTM

Publishes specifications

ALL

al - 1 .
UDLAIILS TTEUIALIOIS

At et ;
ALL CLstaoITsiTregime and

regulations
PSP: Register

ASP; Register, r¢ceive

reports
Op: Vehicle Registration

Dr: Licence, issule
Tachograph

May provide tachographs

Appoints appteval
authority

CA: Contract. Inptruct.
Receive reports

Monitors reports

AJ: Employ, prodess
enforcement

Instigates enforcement

Approval authority (CA)

Implements jurisdiction
policy at equipment and
service approval level

Certifies IVS,
tachograph,

application service instan-
tiations

PSP: Certify IVS

ASP: Certify apglication
service

Op: Certify tachpgraph

Conducts Q of S
maintenance to
instruction of jurisdiction

Agént of jurisdiction(A])

Inspection and enforce-
ment

Inspects tachographs

Dr: Inspections

Instigates enforcement
actions

Dr: Enforcemen

Op: Enforcement

Prijmeservice provider

Responsibility for IVS

Installs and /or

CA: May apply td certify IVS

(PSP)

commissions IVS

Op: Installation

Maintains IVS

Op: Maintain IVS

May provide tachographs

Application service
provider (ASP)

Provides TARV RTM appli-
cation
services

Develops instantiation of
TARV RTM application
service

CA: Applies for approval
of service

Contracts with users

Op: Contracts

© IS0 2020 - All rights reserved

25


https://standardsiso.com/api/?name=b66ad1941d1dade29a9c818a6970fedf

ISO 15638-9:2020(E)

Table 2 (continued)

ACTOR

ROLE

ACTIVITIES

INTERACTIONS

Provides TARV RTM
application service to
users and jurisdiction

Op: Provides service
Dr: May provide service
J: Provides service/reports

AJ: reinforcement

Operator (Op)

Provides regulated

‘Employs’/contracts

Dr: Employs/contracts

vehicle

drivers

Uses regulated vehicle for
commerce and logistics

Operates regulated vehicle

J: Registers regulated
vehicle

PSP: Contracts;receives
service (ifstall/maintain)

ASP: Contracts, receiveq
seryice

Receives reports from ASP

Driver (Dr

Drives regulated vehicle
to instruction of operator

Op: To instruction

Signs into TARV\RTM
system

IVS: Signs driver into
system

Drives regulated vehicle

Interfaces with A]

AJ: Provides Access to
Tachograph

10.2.5.1 The jurisdiction is responsible for the regime and data requirements.

10.2.5.2 The jurisdiction employs an appraoval authority (regulatory) or otherwise provides its functjion.

10.2.5.3 The jurisdiction provides means for enforcement (where required) to meet the requiremeénts
of the regirpe of the jurisdiction.

10.2.5.4 The prime service-provider shall install/commission IVS and maintain the IVS.

10.2.5.5 The prime service provider shall install/commission tachograph and maintain the tachograph.

10.2.5.6 The application service provider (ASP) shall develop the TARV RTM application servic¢ or
use a TARY RTM application service provided by the jurisdiction. In the case of RTM, the application
service prqvider may be a commercial service contracted to provide the operator who has instru¢ted

the application service provider to meet the demands of the jurisdiction on behalf of the operator
(Communication Profile C3), or the RTM application service provider may be an agent or department of
the jurisdiction, for example using an ‘interrogator’ in an enforcement scenario (Communication Profiles

C1 and C2).

10.2.5.7 The application service provider shall obtain any required approval of its TARV RTM service
from the approval authority (regulatory)

10.2.5.8 The application service provider shall contract with the user (normally operator but in some
instantiations also with the driver).

26
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10.2.5.9 The application service provider shall be responsible for providing the application service to the
jurisdiction, operator and driver as specified in its service offering. In the case of RTM, the contract may
be explicit and commercial, or may be an implicit condition of the data requirements of the jurisdiction
that allows the use of the vehicle and/or driver on the highways of the jurisdiction.

10.2.5.10 The operator shall be responsible for providing the regulated vehicle.

10.2.5.11 The operator shall be responsible for being aware of requirements of the jurisdiction
regarding TARV RTM.

10.2.5.12 The operator shall be responsible for paying levies required by the jurisdiefion, prime

seryice provider and application service provider.

10.2.5.13 The driver shall be responsible for following instructions, ineluding usg of digital
tachograph.

10.2.6 Equipment required for TARV RTM

10.2.6.1 TARVIVS

10.2.6.1.1 The system shall be designed to work using TARV.IVS as defined in the ISO 13638 series
of $tandards (Communication Profile C3), or via an .interrogator’ using a short-range wireless

conj

10.
dat
for
or‘

munication link as determined in annexes to this document (Communication Profiles C1

P.6.1.2 Communication Profile C3: The IVS shall’be provided with an interface capable ¢
h from the installed tachograph, and the tach@graph shall have the means to provide datd
fransfer to the application service providery That transfer may be ‘pushed’ by the digital

pbulled’ from the digital tachograph acedrding to the design of the digital tachograph an

RTM app in the IVS, and is a function of the application service design, and not the specificat

doc

lment.

Communication Profiles C1 and\C2: If required by the jurisdiction of the country of regi

the

vehicle, or the jurisdictiomwithin which the vehicle is being operated, the IVS shall be|

being interrogated using a@Short-range wireless communication link as determined in Ann{

doc

10.
this

10.
aut}
for

ument, taking into censideration the data requirements of the jurisdiction.

P.6.1.3 The formrZand function of the electronic tachograph equipment is deliberately nof
document anid is considered to be at the discretion of the jurisdiction or the marketplace,

P.6.1.4.The prime service provider/application service provider shall provide to th
hority(regulatory), evidence of compliance from an appropriate body to demonstrate th¢
ise-in vehicles for the IVS, tachograph and all associated components.

ind C2).

f receiving
 to the IVS
fachograph
1 the TARV
ions of this

stration of
capable of
bx B to this

defined in

e approval
suitability

10.2.6.1.5 It shall not be possible for collected or stored remote tachograph data to be accessible or
capable of being manipulated by any person, device or system, other than that authorized by the
application service provider.

10.2.6.2 TARV RTM ‘app’

10.2.6.2.1 The digital tachograph shall supply data to the IVS. This may be ‘pushed’ at the instigation of
the digital tachograph, or ‘pulled’ at the instigation of the TARV RTM app according to the design of the
equipment and app software and is a matter for commercial design decision or the requirements of the
regime of the jurisdiction.
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10.2.6.2.2 TARV RTM data shall be presented in accordance with a transaction profile as specified in
Annex A of this document. The transaction profiles determined in this document do not prescribe the
detailed data content, which is dependent on the jurisdiction. Optional Data concepts are provided in

Annex C.

10.2.6.2.3 The TARV RTM app running on the IVS records the received tachograph data in the form
specified by the jurisdiction and makes transactions to provide the data as specified in Annex A.

10.2.6.2.4 Atintervals determined by the certified application service system specification, or on receipt
of an instruction to provide the requested data, the TARV RTM app shall send the TARV RTM data held in

the file, ‘R1
provider vi

10.2.6.2.5
receipt of t
or applicat

Deletion fT
storage an

data requirements of the jurisdiction). Deletion in this subclause simply. means deletion from

temporary
of data.

10.2.6.2.6

memory wlithin the RTM IVS to be accessible or capable of being manipulated by any person, de

or system
application

10.2.6.3 1

The design
considerat

10.2.7 Op
Shall be as

For detail

(monitorinfg) and Figure 9.

10.2.8 Rolle of thejjurisdiction for TARV RTM

Shall be as

Mdata’ held in the data pantry of the IVS to the TARV RTM system of the application ser
a its most appropriate wireless communications interface.

Once the TARV RTM system of the application service provider has acknowledged succes

on service provider requires it for other purposes, and a new file shall be created for future

 deletion shall take into consideration the design and function.6f’the tachograph and

files created to collate data from the tachograph in order tosmake the required transmis

[t shall not be possible for collected or stored tachograph data in any software or non-vol:

(including via any self-declaration device), other'than that authorized by the jurisdictio
service provider.

achograph

and operation of the tachograph:is.not specified in this document. These should take
on any statutory and regulators.requirements.

erational processes for the TARV RTM system
defined in 9.2.

bf the operational-pirocesses see 10.3 (sequence of operations for remote digital tachogr

defined in 9.3.

vice

sful

he data, the data shall be deleted from the memory of the RTM IVS unless theqjurisdiction, fiser

Use.

om the RTM IVS does not imply deletion from the memory of thé“tachograph (of which

the
any
bion

itile
vice
L or

nto

10.2.9 Ro
Shall be as

le of the TARV RTM prime service provider
defined in 9.4.

10.2.10 Role of the TARV RTM application service provider

Shall be as

defined in 9.5.

10.2.11 Role of the TARV RTM user

Shall be as

28

defined in 9.6.
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10.2.12 Generic characteristics for all instantiations of the TARV remote tachograph monitoring
(RTM) application service

10.2.12.1 A remote tachograph monitoring application service is approved. It utilizes a TARV RTM
IVS which communicates to the prime service provider/application service provider and has the ability
to obtain data from the regulated vehicle digital tachograph.

10.2.12.2 The application service provider shall load a TARV RTM App into the IVS of the operator’s
vehicles.

10.2.12.3 The TARV RTM App shall run whenever the regulated vehicle is operating,
10.2.12.4 The TARV RTM App shall record the data specified in its app in the RFM 'TVS.

10.2.12.5 The application service provider shall design/install/operate.its remote fachograph
monitoring system as approved by the approval authority (regulatory).

10.2.12.6 Unless otherwise instructed by the data requirements-of the jurisdiction, tHe IVS shall
proyide its TARV RTM data to the application service provider using the TARV IVS wireless link at
leadt once every 24 hours (Communication Profile C3). Every tfansfer shall include framing data that
identifies its sequential order, IVS ID, version number of IVS and version number of the TARV RTM app
or (Communication Profiles C1 and C2) where providing datadin accordance with Annex B using a short-
range wireless communication.

The system shall acknowledge receipt of the data via“the TARV IVS wireless link. Once the data has
been acknowledged it shall be deleted from the RTM1VS memory unless the operator or ASP|chooses to
retgin it in the IVS memory for other openly declared purposes with the assent of the user.

Delgtion from the RTM IVS does not imply deletion from the memory of the tachographl (of which
stofage and deletion shall be in accordance with the design and function of the tachograph and take
intq consideration the data requirements of the jurisdiction). Deletion in this subclause simpply means
delgtion from any files created to ‘eollate data from the tachograph in order to make the required
trapsmission of data.

10.2.12.7 The application service system shall retain and back up the TARV RTM data [to the data
reqfirements of the jurisdiction.

10.2.12.8 The application service provider shall provide reports to the jurisdiction or] its agents,
taking into consideration the requirements of the jurisdiction when approving the product.

data pdntry of the IVS are sent to the application service provider. The application service [provider is
responsible for providing the service to the regulated vehicle operator, and in the event of corftravention,
to the jurisdiction.

10.2.12.9 TARV RTM records received by the IVS and stored in the ‘RTMdata’ file }eld in the

10.3 Sequence of operations for TARV RTM

10.3.1 General

The business process and sequence of operations is shown in Figure 9.
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RTMremote tachograph monitoring

Figure 9 — TARV RTM business process and procedure

10.4 TARV RTM service elements

10.4.1 TARV RTM service element (SE) 1 — Establish ‘Remote tachograph monitoring’
regulations, requirements, and approval arrangements

The jurisdiction is responsible for defining its requirements for its variant of the remote

monitoring application service, including data security provisions (within the security, frameworks
supported/enabled by this document), obtaining any legislation and/or regulations; and defining the

profedure for an application service provider to gain approval for its instantiatién) of the

ap

10.
Thd

monitoring application service from the approval authority (regulatory) taking into consid

reg

10.

Its
sign
con

maintenance contract with a prime service proyider for that equipment. (See ISO 15638-1).

Th4
via
via

10.

It shall be a prerequisite for.any potential vehicle operator opting or being required to sign

TAR
poil
wit

10.

The
RTN

ication service.

1.2 TARV RTM SE2 — Request system approval

application service provider shall seek approval for its instantiation of the remote {

me established by the jurisdiction.

1.3 TARV RTM SE3 — User (operator) contracts with prime service provider

hall be a prerequisite requirement for any potential*vehicle operator opting or being 1
up for the TARV RTM application service that itsiregulated vehicles be TARV equipped w
pliant IVS at point of manufacture or installéed by a prime service provider, and that

t equipment may be (Communication*Profile C3) an ITS-station supporting wireless tr
pne or more of the wireless media supported in ISO 15638-2, or (Communication Profiles
b specific short-range communication device as specified in Annexes A and B of this docy

1.4 TARV RTM SE4 — User-(operator) equips vehicle with a digital tachograph

YV RTM application,service that its regulated vehicles be TARV equipped with a digital taqg
it of manufacture‘erinstalled by a prime service provider, and that there be a maintenan
N a prime service-provider for that equipment.

1.5 TARV-RTM SE5 — User contracts with application service provider

user\foperator) shall contract with an application service provider who offers an appr

l@application service to provide the TARV RTM application service to nominated vehicles|

Lachograph

TARV RTM

achograph
eration the

equired to
itha TARV
there be a

ansactions
Cland C2)
ment.

up for the
hograph at
ce contract

bved TARV

In the case of RTM, the application service provider may be an agent appointed by the jurisdiction or
a department of the jurisdiction, in which case there will be no specific contract, but in this use case it
shall be a general condition of use of the vehicle on the roadways/highways of the jurisdiction.

10.4.6 TARV RTM SE6 — Application service provider uploads software into the TARV equipped
vehicles of the operator

The service provider shall upload and commission the on-board TARV RTM app software into the TARV
equipped vehicles of the operator.
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10.4.7 TARV RTM SE7 — Create data

When the ignition of the regulated vehicle is turned on, the TARV RTM app in the data library of the IVS
shall be instigated.

The app shall collate data taking into consideration the requirements of the jurisdiction.

There is no mandatory data required for conformance with this document, but any of the data profiles
provided in Annex C may be mandated for use by the data requirements of a jurisdiction, or the
jurisdiction may determine and require its own mandatory data, in which case it is responsible for
ensuring that those within its control are adequately informed concerning its requirements.

10.4.8 TARV RTM SE8 — Recording of digital tachograph data

Shall be in|accordance with one of the options in Annex C of this document or take into consideration
the data refquirements of the jurisdiction.

10.4.9 TARV RTM SE10 — ‘Interrogated’ request for tachograph data

10.4.9.1 ommunication Profile C1 (Via Short range mobile interrogator)

10.4.9.1.1|0Obtaining tachograph data by interrogating via a short range mobile interrogator that is
wirelessly [connected in accordance with the short range communieation specified in Annex B jand
operating within EN 12253, EN 12795, EN 13372, EN 12834 andJISO 15638-2 (Communication Profiles
C1 and C2 ps defined in EN 13372).(Selected parameters tested<in accordance with appropriate tests in

EN 300 671

10.4.9.1.2
document.

10.4.9.1.3

10.4.9.1.4
document,

10.4.9.1.5
document.

10.4.9.1.6

10.4.9.2 (
of data)

t-1.)

The interrogator shall establish a communication in accordance with Annex B of

The interrogator shall ensure security in accordance with 9.4.1 and B.1.6.5 of this docum

The interrogator shall thenstransfer one of the data concepts defined in Annex C of
via one of the Communication Profile C1 transactions defined in Annex A of this documen

The interrogator shall) confirm receipt of the data as specified in Annexes A and B of

The session‘shdll be closed as specified in Annex B of this document.

ommunication Profile C2 (Via Short range mobile interrogator/ISO 15638-2 provis

this

bnt.

this
L.

this

on

10.4.9.2.1 Obtaining tachograph data by interrogating via a short-range mobile interrogator that is
wirelessly connected in accordance with the short range communication specified in Annex B operating
within ERC 70-03 and ISO 15638-2 (Communication Profiles C1 and C2) and providing the data via an
ITS-station to an application service provider.

10.4.9.2.2 The interrogator shall establish a communication in accordance with Annex B of this
document.

10.4.9.2.3 The interrogator shall ensure security in accordance with 9.6, and in the case of EN 5,8 GHz
DSRC, B.1.6.5 of this document.
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10.4.9.2.4 An interrogating ITS-station shall request specific data given by the data requirements of the
jurisdiction or as determined in ISO 15638-6:2014, 7.1 and 8.1.2.

10.4.9.2.5 The interrogator shall also provide at the time of the request, a unique 8 octet reference
number (URef), and a destination IPv6 address (ReqDest) where it requests the data to be sent.

10.4.9.2.6 On receipt of the request to its [Pv6/IPv4 address, the RTM IVS shall acknowledge the request
with the appropriate ACKnowledgement defined in ISO 15638-6:2014, 8.3.5, <T>, which acknowledges
that a request for RTM data has been received.

10.4.9.2.7 The IVS shall then close the communication session.

10.4.9.2.8 The IVS shall then open a new communication session using an available'and gppropriate

10.4.9.2.9 The IVS shall then send the RTM datafile to a predetermined,déstination IPv{ (internet)
addjress that has previously been stored in the memory of the data pantry by its ASP, togethpr with the

10.4.9.2.10  On successful receipt of the data, the recipientat the predetermined destination IPv6
10.4.9.2.11  On receipt of the acknowledgement <RTX>the IVS shall close its communication session.
10.4.9.2.12  The ASP shall be responsible for verifying that the interrogation is legitimate, dppropriate
and| from an accepted source, and having verified*this, shall be responsible for sending the |data to the
intdrrogator requested IPv6 address. The means and detail of how this is achieved are outsidp the scope
wirelessly
wirelessly

hph or ITS-

inng the RTM
ce number

(URef) and a destlnatlon IPV6 address (Rquest) where it requests the data to be sent.

10.4.9.3.5 On receipt of the wireless request to the ITS-station of the RTM IVS, the ITS-station of the
RTM IVS shall acknowledge, to the interrogating source address, the request with the appropriate
ACKnowledgement defined in ISO 15638-6:2014, 8.3.5 <T>, which acknowledges that a request for RTM
data has been received.

10.4.9.3.6 The IVS shall then close the communication session.

10.4.9.3.7 The IVS shall then open a new communication session using an available and appropriate
CALM wireless medium.
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10.4.9.3.8 The IVS shall then send the RTM datafile to a predetermined destination IP (internet) address
that has previously been stored in the memory of the data pantry by its ASP, together with the URef and
ReqgDest provided by the interrogator.

10.4.9.3.9 On successful receipt of the data, the recipient at the predetermined destination IPv6 address
shall send an acknowledgement <RTX> to the IVS.

10.4.9.3.10  On receipt of the acknowledgement <RTX> the IVS shall close its communication session.

10.4.9.3.1 shall be responsible for verifying that the interrogation is legitimate appropriate
and from gn accepted source, and having verified this, shall be responsible for sending the data(e|the
interrogatdr requested IPv6 address. The means and detail of how this is achieved is outside thescoge of

this documjent.

10.4.10 TARV RTM SE9 — Pre-programmed interval sending digital tachograph-data to
applicatiop service provider (Communication profile C3)

10.4.10.1 Where required by the jurisdiction, or by the operator, at timé-intervals determined by
the on-boa}L"d TARV RTM app, taking into consideration the data requirements of the jurisdiction or|the
operator, the RTM IVS shall send the ‘RTMdata’ file to the TARV RTM application service provider system
via a wirelgss communication supported by the IVS and application service provider system as:

<START><LENGTH>< RTMdata file><RTMdata><END>

10.4.10.2 The content of the RTMdata file shall be a data*concept profile as specified in Annex A of
this documfent.

10.4.10.3 On successful receipt of the TARV RTM file the application service provider system ghall
send an acknowledgement <RTX> to the IVS. On receipt of the ACKnowledgement <RTX> the IVS ghall
clear the data held within the ‘RTMdata’ file @nd start to repopulate the ‘RTMdata’ file with data as
defined by[the TARV RTM app.

10.4.10.4 If an ACKnowledgementis not received within 60 seconds of sending the data, the TARV
RTM app ghall attempt to resend the“data and shall continue to do so at intervals determined by|the
specificatign of the TARV RTM application service approved by the approval authority (regulatory) until
the data hds been successfully(sent and ACKnowledged.

10.4.10.5 Whenever the regulated vehicle ignition is switched to OFF, the on-board TARV RTM japp
shall apperld a record ¥Fime><"OFF’> to the ‘RTMdata’ file and the IVS shall send the file to the TARV RTM
applicatior] service.provider system via a wireless communication supported by the IVS and applicafion
service prgviderisystem.

10.4.10.6 al £21 ek o C 4] TARY NTA €1 N 4l R T PN L o 1] LOFF’ s
D 4 . UII SULCLTOSIUIL IC\.CIIJI. Ul UIT 1TAINV INT IV TIIC LUllLﬂlllllls LIIT CTIIU Udla T IITICT Ul

the application service provider system shall send an ACKnowledgement <RXX> to the IVS, and unless
otherwise instructed by the specification of the application service approved by the approval authority
(regulatory), on receipt of the ACKnowledgement <RXX> the IVS shall delete the ‘RTMdata’ file from its
memory, and the TARV RTM app shall terminate.

10.4.10.7 Because of the titling regime defined above, each TARV RTM file is uniquely identifiable
by the host TARV RTM application service when it is received.

10.4.10.8 The manner in which the application service uses the information captured and forwarded
to it by the IVS (‘RTMdata’ files) to perform the application service, and the method of reporting to the
jurisdiction and operator is outside of the scope of this document and shall be the subject of definition by
the jurisdiction and the application service provider.
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10.4.11 TARV RTM SE11: End of session

If required by the data requirements of the jurisdiction, at the end of the driving session when the
driver turns the digital tachograph off, or the ignition of the regulated vehicle is switched to OFF, on
receipt of this information the IVS shall ensure whenever possible that the application service provider
system is updated via a wireless connection from the IVS (see 10.4.8) If it is not possible for the IVS to
update the application service provider system at this point in time, the IVS shall update the application
service provider system at the earliest opportunity (for example when the regulated vehicle ignition is
next switched on).

Otherwise, ‘end of session’ occurs when the interrogator closes the session, or when the wireless
conmpmunication link to/from the interrogator is lost, or the session has been closed in accerflance with
the[provisions of 10.4.10.

10.5 Generic TARV RTM data naming, content and quality

Communication Profile C3: The data content of the tachograph data shall be as defined by the hpplication
seryice/tachograph design.

In the case of fixed or mobile interrogation, except in the case of interrogation using 5,8 GHz DSRC as
spefified in the annexes to this document, the ‘RTMdata’ file shall be titled as shown in Tabl¢ 3.

Table 3 — Formal title of a TARV. RTM record

FILE TYPE Format of file name NotesfSource
RTM Mandatory |<YYMMDD><hhmmss><vehicle registration number><" RTMdata‘> Subclquse 10.4.7
Example ( [RTMdata file])
110316 070603 GB 1 KV76 WRR RTMdata
As:
110316070603KV76WRRRTMdata

10.6 RTM data content

Communication Profile C3: Thescontent of the RTMdata file shall be one or more of the d4ta concept
profiles specified in Annex€ of'this document.

Communication Profiles\G1 and C2: The content of data provided for mobile inspections fising short
range communicatienis-Shall be one or more of the data concept profiles specified in Anng¢x C of this
document, or the(jurisdiction may determine and require its own mandatory data, in yhich case
it i responsiblée/for ensuring that those within its control are adequately informed conferning its
reqpirements:

10.7 TARV RTM application service specific provisions for quality of service

TheIntegrity of the data 15 Important, and Other Sensors as well as parameters may then be required
based on the approaches and techniques used to provide assurance of the quality of the data. The generic
quality of service provisions for the service elements specified in 10.4 are defined in ISO 15638-6 and
ISO 15638-5.

Instantiation specific requirements shall be part of the data requirements of the jurisdiction. However,
in defining such requirements jurisdictions shall wherever possible, use performance based or
functional specifications in order to avoid locking requirements into technologies that will become
obsolete.

NOTE Having prescribed integrity and its parameters into an operational system, it is harder to move to
other integrity indicators when new technologies emerge.

See also Clause 9 for general quality of service requirements.
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10.8 TARV RTM application service specific provisions for test requirements

There are no specific provisions for test requirements specified in this document, except as specified
for a short-range communication with a mobile interrogator (Communication Profiles C1 and C2), which
shall be tested to meet the requirements of EN 300 674-1 appropriate to the parameter defined in this
document.

NOTE The parameters used are specified in B.1.5 and are a combination of parameters taken from EN 12253
and profile definition tables from EN 13372.

10.9 TARVL_RTM applirafinn cppriﬁr rules for the npprnv;\l of IVSs and ‘Service Providers’

Shall be as|specified in ISO 15638-6:2014, 9.12 or given by a data requirement of the jurisdictien|
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Annex A
(informative)

RTM Communication and Transaction profiles

A.0 Communication profiles

Thip version of this document supports and defines three types of communication profile:

— |Communication Profile C1: Roadside inspection using a short-range wireless comnuunication
interrogator instigating a physical roadside inspection, (master <> slave)

Profile Cla: via a hand aimed or temporary roadside mounted and aimed interrogator
Profile C1b: via a vehicle mounted and directed interrogator
Profile Clc: via a permanent or semi-permanent roadside or overh€ad gantry

— |Communication Profile C2: Roadside inspection using a short-range wireless comnunication
interrogator, instigating a download of data to an application service provider yia an ITS-
station communication (master <> slave + peer <> peer)

Profile C2a: via a hand aimed or temporary roadside.mounted and aimed interrogator
Profile C2b: via a vehicle mounted and directedinterrogator
Profile C2c: via a permanent or semi-permdnent roadside or overhead gantry

— |Communication Profile C3: Remote inspection addressed via an ITS-station ingtigating a
download of data to an application:service provider via a wireless communications interface
(as defined in ISO 15638-2) (peer <> peer)

Profile C3a: via an interrogdtion from an ITS-station
Profile C3b: via a remote iriterrogation directed to the IP address of a specific vehicle
Thg Communication profiles are described and defined in 6.1 to 6.5.

Thip annex provides-the definition for the RTM transactions for each of these communication profile
optjons.

A.1 Comymunication Profile C1 — Interrogated request for tachograph data using
short range 5,8 GHz DSRC communication

A.1.1 This is a master<>slave communication where an interrogator requests and an IVS supplies RTM
data (for an inspector to evaluate whether or not to stop a vehicle).

A.1.2 The interrogator shall establish a communication in accordance with Annex B of this document.

A.1.3 The interrogator shall then request data and the IVS shall transfer data concepts as defined in
Annex C of this document in accordance with the transaction defined in Annex B of this document.

NOTE An example ASN.1 module for the RtmData transaction is provided in B.1.5.2.

A.1.4 The interrogator shall confirm receipt of the data as specified in Annex B of this document by
issuing a RELEASE defined in accordance with the transaction defined in Annex B of this document.
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A.1.5 The session shall be closed as specified in Annex B of this document.

A.1.6 From the perspective of the command and response sequence, the transaction is described as

follows:
Sequence Sender Receiver Description Action
1 Interrogator |> [IVS Initialisation of the Interrogator broadcasts BST
communication link - Request
2 IVS > |Interrogator |Initialisation of the If BST supports AID=2 then IVS
communication link - Response |Requests a private window
3 Interrogator |> |IVS Grants a private window Sends Frame containing priydtée
window allocation
IVS > |Interrogator |Sends VST Sends Frame comprising VST
5 Interrogator |> |IVS Requests LPDU for specific EID
IVS > |Interrogator |Sends LPDU for specific EID Sends frame of data’containing the
LPDU for specific EID
7 Interrogator |> |IVS Requests LPDU for next
specified EID (if appropriate)
8 IVS > |Interrogator |Sends LPDU for specific EID Sends\frame of data containing the
LPDU for specific EID
9 Interrogator |> [IVS Acknowledges successful Sends RELEASE command whicl
receipt of data closes transaction
10 IVS Closes transaction
A.2 Communication Profile C2 — Roadside inspection using a short-range
wireless|communication interrogator, instigating a download of data to an
application service provider via an ITS-station
A.2.1 Thisisacombination of master<>slave-communication where an interrogator requests RTM data,

which is supsequently supplied to a remote application service provider in a peer<>peer communica
via its ITS-$tation.

NOTE hile in Communication ‘Rrofile C1, the data transferred is expected to only be enough dat
evaluate whether to stop the vehicle and then download data by direct physical connection to the di
tachograph|(from which decisions of whether to enforce/prosecute will be made by inspectors at the scg
In Communfcation Profile C2-the 5,8 GHz DSRC equipment is used to trigger the supply of a larger set of
directly to dn applicationsgervice provider via an ITS-station.

A.2.2 A TARV RTM.app running on the IVS records the received tachograph data in a file, ‘RTMd

fion

A to
pital
ne).
lata

ata’

held in the data pantry of the IVS, taking into consideration the data requirements of the jurisdiction.

The

means by which this process occurs is outside the specifications of this document and shall be to the 1iata

requirements=0f the jurisdiction

A.2.3 The interrogator shall establish a communication in accordance with Annex B of this docum

ent,

the IVS responding to the BST with a request for a private window. Once the private window is granted

and the response to BST (VST is received):

A.2.4 The interrogator shall send an ACTION command instructing the IVS to deliver data to a speci
service provider.

A.2.5 The IVS shall record the data and acknowledge the request.
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A.2.6 The IVS shall record the SET_DEST-REF data in an area allocated for this data in its data pantry.
The organization of the memory of the IVS is not defined in this document and shall be a matter of
product design and in accordance with the requirements of ISO 15638-1, ISO 15638-3, and ISO 15638-5.

A.2.7 The interrogator shall close the communication by issuing a RELEASE as specified in Annex B of
this document.

A.2.8 The 5,8 GHz DSRC communication session shall be closed as specified in Annex B of this
document.

A.2]9 The IVS shall then transfer the data to a predetermined address by its applicatjon service
proyider in accordance with the procedures described in A.3.1.7.

A.3 Communication Profile C3 — Remote inspection addressed‘via an IT$-station
instigating a download of data to an application service provider via a wineless
communications interface

A.3l1 Interrogated request for tachograph data via ITS-station

A.3{1.1 As specified in 10.4.7 (TARV RTM SE7) when the ignition of the regulated vehicle if turned on,
the[TARV RTM app in the data library of the IVS shall be instigated.

The app shall first create a RTMdata file and shall name*the file
<YYMMDD><hhmmss><vehicle registration number><’ RTMdata‘>

and shall record the IVS ID, as specified in [SO;15638-5, as the first data element in the file, followed by
a cqmma as

<IVS Unique identity><,>

A.3]1.2 As specified in 10.4.8, TARV RTM SE8, where required by the data requiremgnts of the
jurikdiction, at intervals deterniined by the application service app, the app shall obtain a str¢am of data
from the digital tachograph {‘pull’) or the tachograph shall send a stream of data (‘push’) to tHe RTM IVS.

The IVS shall update the\RTMdata’ file adding the new data to the end of the file, in the formfat
<’start’><tachegraphdata><’END’>

The length of the data file ‘RTMdata’ shall be recorded as a numeric value representing a|number of
oct¢ts (octets)

A.3{1.3 " The TARV RTM app running on the IVS, records the received tachograph data in a fil¢, ‘/RTMdata’
heldLin‘the data pantry of the TVS

A.3.1.4 On receiving an interrogation request from an ITS-station <> ITS-station communication,
requesting the RTM data, the interrogator shall also provide at the time of the request, a unique 8 octet
reference number (URef) and a destination IPv6 address (ReqDest) where it requests the data to be sent.

A.3.1.5 The RTM IVS shall acknowledge the request with the appropriate ACKnowledgement defined
in ISO 15638-6:2014, 8.3.5 <T>, which acknowledges that a request for RTM data has been received.

A.3.1.6 The IVS shall then close the communication session.
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A.3.1.7 The TARV RTM app shall then send the TARV RTM data held in the file, ‘RTMdata’ held in the
data pantry of the IVS to a predetermined IP address of the application service provider via its most
appropriate wireless communications interface, together with the requested destination address and
interrogators reference code.

A.3.1.8 Once the TARV RTM system of the application service provider has acknowledged successful
receipt of the data, the ‘RTMdata’ file shall be deleted from the memory of the IVS unless the user,
jurisdiction or application service provider requires it for other purposes, and a new file shall be created
for future use.

. . . It
ncern data stored in the digital tachograph, which shall not be deleted and shall be reta:'Eed

consideration data requirements of the jurisdiction.

This subclg
does not cq
taking into

A3.19 O
shall send

n successful receipt of the data, the recipient at the predetermined destinatien/1Pv6 add
in acknowledgement <RTX> to the IVS.

eSS

A.3.1.10 (n receipt of the acknowledgement <RTX> the IVS shall close its comnitnication session.

A.3.1.11 The ASP shall be responsible for verifying that the interrogatioen is legitimate, approprjiate

and from 3
interrogatd

this document.

A3.1.12 It

memory wilithin the IVS or digital tachograph to be accessible or capable of being manipulated by

person, de

t
e

n accepted source, and having verified this, shall be respons§ible for sending the data to
r requested [Pv6 address. The means and detail of how this\is achieved is outside the scop

t
a
t

shall not be possible for collected or stored tachograph data in any software or non-volj

Uice or system (including via any self-declaration device), other than that authorised by

he
of

ile
ny
he

applicatior] service provider.
CEN
fted
nce

A.3.1.13 In Europe, 5,9 GHz C-ITS ITS-stations-shall be required to have a means to detect 5,8 GHz
DSRC trangmissions, and while in the presence of such signals, shall reduce the power of its emi
5,9 GHz signals in accordance with ETSI/TS*102-792:2015, 5.4 in order to mitigate possible interferg
on 5,8 GHz|CEN DSRC sessions.

A.3.2 Obtaining tachograph data by remotely addressing the IPv6/IPv4 address of a
vehicle I'T[S-station or its tachograph that is wirelessly connected in accordance with o
or more of the wirelessmiedia specified in ISO 15638-2

ne

A.3.2.1 In the event,that the ITS-station of the IVS of a vehicle receives a wireless interrogation,
addressed fo its [P.address, requesting the RTM data, that communication shall also provide, at the ime
of the request, a_uniique 8 octet reference number (URef), and a destination IPv6 address (ReqDjest)
where it refquéests the data to be sent.

A.3.2.2 On receipt of the request to its IPv6/IPv4 address the RTM IVS shall acknowledge the request
with the appropriate acknowledgement defined in ISO 15638-6:2014, 8.3.5, <T>, which acknowledges
that a request for RTM data has been received.

A.3.2.3 The IVS shall then close the communication session.

A.3.2.4 The IVS shall then open a new communication session using an available and appropriate
CALM wireless medium.

A.3.2.5 The IVS shall then send the RTM datafile to a predetermined destination IPv6 (internet)
address that has previously been stored in the memory of the data pantry by its ASP, together with the
URef and ReqDest provided by the interrogator.
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A.3.2.6 On successful receipt of the data, the recipient at the predetermined destination [Pv6 address
shall send an acknowledgement <RTX> to the IVS.

A.3.2.7 Onreceipt of the acknowledgement <RTX> the IVS shall close its communication session.

A.3.2.8 The ASP shall be responsible for verifying that the interrogation is legitimate, appropriate
and from an accepted source, and having verified this, shall be responsible for sending the data to the
interrogator requested IPv6 address. The means and detail of how this is achieved are outside the scope

of this document.
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A3

.3 Obtaining tachograph data by interrogating via a fixed gantry or roadsidg
yirelessly connected in accordance with one or more of the wireless media sy
SO 15638-2

3.1 Inthe event that the IVS of a vehicle receives a wireless interrogation+tequesting thg
interrogator shall also provide, at the time of the request, a unique 8 octetveference num
a destination IPv6 address (ReqDest) where it requests the data to be-sent.

1 IVS shall acknowledge, to the interrogating source address, the request with the 3
[nowledgement defined in ISO 15638-6:2014, 8.3.5 <T>, which acknowledges that a requg¢
L has been received.

3.3 The IVS shall then close the communication session.

3.4 The IVS shall then open a new communication session using an available and 3
M wireless medium.

3.5 The IVS shall then send the ‘RTM datafile to a predetermined destination IPv§

address that has previously been storéd-in the memory of the data pantry by its ASP, togeth

URe

A.3
sha

fand ReqDest provided by the interrogator.

3.6 On successful receiptof the data, the recipient at the predetermined destination IP
1 send an acknowledgement <RTX> to the IVS.

e beacon
pecified

RTM data,
ber (URef),

3.2 On receipt of the wireless request to the ITS-station of the* RTM IVS, the ITS-station of the

ppropriate

st for RTM

ppropriate

(internet)
er with the

v6 address

A.313.7 Onreceipttofthe acknowledgement <RTX> the IVS shall close its communication se$sion.
A.3{3.8 The ASP shall be responsible for verifying that the interrogation is legitimate, dppropriate
and| from ar\accepted source, and having verified this, shall be responsible for sending the [data to the

inte
of tl

rrogator requested [Pv6 address. The means and detail of how this is achieved are outsid
nis‘document.

e the scope

A.3.4 Obtaining tachograph data by interrogating via a mobile interrogator that is
wirelessly connected in accordance with one or more of the wireless media specified in
ISO 15638-2 (Communication profile C3)

A.3.4.1 In the event that the IVS of a vehicle receives a wireless interrogation requesting the RTM data,
the interrogator shall also provide, at the time of the request, a unique 8 octet reference number (URef),
and a destination IPv6 address (ReqDest) where it requests the data to be sent.

A.3.4.2 On receipt of the wireless request to the ITS-station of the RTM IVS, the ITS-station of the
RTM IVS shall acknowledge, to the interrogating source address, the request with the appropriate
ACKnowledgement defined in ISO 15638-6:2014, 8.3.5 <T>, which acknowledges that a request for RTM
data has been received.
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A.3.4.3 The IVS shall then close the communication session.

A.3.4.4 The IVS shall then open a new communication session using an available and appropriate
CALM wireless medium.

A.3.4.5 The IVS shall then send the RTM datafile to a predetermined destination IPv6 (internet)
address that has previously been stored in the memory of the data pantry by its ASP, together with the

URef and ReqDest provided by the interrogator.

A.3.4.6

€SS
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A.3.4.8 T
and from 4
interrogatg

this documjent.
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n receipt of the acknowledgement <RTX> the IVS shall close its communication session.

he ASP shall be responsible for verifying that the interrogation is legitimate, appropr
n accepted source, and having verified this, shall be responsible for sending the data to
r requested [Pv6 address. The means and detail of how this is achievedis outside the scop

he session shall be closed as specified in A.5.

programmed downloads of tachograph data(Communication profile C

e-programmed interval sending digital tachograph data to application servid

/here required by the data requirements of the jurisdiction, or by the operator, at t
tion or the operator, the RTM [VS:shall send the ‘RTMdata’ file to the TARV RTM applica

vider system via a wireless communication supported by the IVS and application ser
stem as:

T><LENGTH>< RTMdata file><RTMdata><END>

he content of the RFMdata file shall be a data concept profile as specified in Annex C of

n successfulreceipt of the TARV RTM file the application service provider system shall g
lledgement <RTX> to the IVS. On receipt of the acknowledgement <RTX> the IVS shall c

'TM app.

iate
the
e of

3)

ime
5 of
fion
vice

this

end
lear

Id within the ‘RTMdata’ file and start to repopulate the ‘RTMdata’ file with data as defineg by

A4.1.4

If an ACKnowledgement is not received within 60 seconds of sending the data, the TARV

RTM app shall attempt to resend the data and shall continue to do so at intervals determined by the
specification of the TARV RTM application service approved by the approval authority (regulatory) until
the data has been successfully sent and ACKnowledged.

A.4.1.5 Whenever the regulated vehicle ignition is switched to OFF, the on-board TARV RTM app shall
append a record <Time><’OFF’> to the ‘RTMdata’ file and the IVS shall send the file to the TARV RTM
application service provider system via a wireless communication supported by the IVS and application
service provider system.

A.4.1.6 On successful receipt of the TARV RTM file containing the end data (<Time><'OFF’>) the
application service provider system shall send an ACKnowledgement <RXX> to the IVS, and unless
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otherwise instructed by the specification of the application service approved by the approval authority
(regulatory), on receipt of the ACKnowledgement <RXX> the IVS shall delete the ‘RTMdata’ file from its
memory and the TARV RTM app shall terminate.

A.4.1.7 Because of the titling regime defined above, each TARV RTM file is uniquely identifiable by the
host TARV RTM application service when it is received.

A.4.1.8 The manner in which the application service uses the information captured and forwarded to
it by the IVS (‘RTMdata’ files) to perform the application service, and the method of reporting to the
jurisdiction and operator is outside of the scope of this document and shall be the subject of definition by

the

A4

A.5

Exc
con
of d

tachograph off, or the ignition of the regulated vehicle is switched te OFF, on receipt of this i

the
wir
ISO
Ifit

IVS
the
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1.9 The session shall be closed as specified in A.5.
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munication), where end of transaction procedures are defined ifi-Ahnex B, and there
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IVS shall ensure whenever possible that the application service provider system is up

pless connection from the VS using an appropriate wiréless communication medium su
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Annex B
(informative)

Communication Profile for EN 5,8 GHz DSRC communications

B.1.1 Overview

Annex Bis ponsistent with European Regulation 2016/799/EC and its Appendix 14, which,was publighed
on 2016-0%-26 and entered into force from 2016-06-15. Any revision of that Regulation ean requir¢ an
update/amlendment to this document.

The scope for this annex is limited to:

— physicpl systems: Communication between ITS-stations of the interrogator/roadside and [the
vehiclg using a 5,8 GHz DSRC interface between them (all functions and information flows reldted
to thede parts);

— DSRC-link requirements;

— Tachograph data request and supply transactions over the,DSRC interface.
Data elemgnts to be used are provided in Annex C.

Security prfovisions are provided in 9.6 and B.1.6.5.

Mechanisnps for IVS and interrogator used in thése DSRC transactions are specified below.

Application Service
Provider
Jurisdicion  |— — ¥~ — — Any link — — — — (Commercial
Service or Agent of
the Jurisdiction)

<X I

@, >

2 =

) 5

o =

-

| |
N T

In-vehicle system 5.8 GHz DSRC Roadside/portable

| ITS-station using ——————wf;l——r——f ———————— ITS-station using |
| | 5-8GHzDSRC Ireless Interface 5.8 GHz DSRC |

Figure B.1 — Scope for this use case (within the box delimited with a dotted line)
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Figure B.2 shows the scope of this use case from a DSRC-stack perspective.
Y

ITS-station Tachometer VS )
(5.8GHz DSRC) interrogation ITS statio
Roadside or mobile g (5.8GHz DSRC)

transaction(s) and
DSRC communication

Application functions Application functions
AP and data security h # AP and data security
algorithms ADU algorithms

o

-

(L
DSRC L7 «T_APDU*’ DSRC L7 CRequestfunctions -: §
&3
o &
T 3 &
£ E
S o
O ®
23
e £
DSRC L2 LLC DSRC L2 LLC
h #» [—————=——— Uplinkframes
DSRC L2 MAC LPDU DSRC L2Z. MAC
DSRC L1 <_PPDU_»> T DSRC L1 GSRCLlParameters
NG < I -~

Figure B.2 — Relations between 5,8 GHz DSRC communications stack elements

Thif annex specifies a communication profile use case for short range transactions between an
intgrrogator and the vehicle toehbtain data from a tachograph on-board the vehicle, using 5,8/ GHz DSRC.
The base standards that this use case are based upon are shown in Figure B.3. However, if should be
cledrly noted that there are.four regional variations. It is necessary for jurisdictions to det¢rmine and
declare with which of these base standards tachograph equipment/IVS used within their jurisdiction
shall need to conforni:

Figlire B.3 shows)the relationship between the ISO 15638 series TARV standards, ISO CALM standards
(indluding via 5;8 GHz DSRC for RTM), and 5,8 GHz DSRC EFC standards.
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Domestic National Standards and Regulations

EN 300 674-1
ISO 15638-1 ARIB STD-T75 TTAS.KO-06.0025 ETSI ES 200674-1 5.8
ERM RTTT
TARV Framework and 5.8 GHz DSRC 5.8 GHz DSRC GHz DSRC DSRC 5.8 GH
Architecture (Japan) (Korea) (Italy) * z
(ETSI)
ISO 15638-2 ! Generic L
TAR < < ' (nonEFC) EN/ISO 1225
1. - + downlink/ 5.8 GHz DSR
Coml'nunl ations ! uplink aspects Layer 1
using CALM ! of1SO 12253
Peer-:-Peer @ 5024102 CALM Nlaster-:-slave
communication Management communication
EN/ISO 12795
5.8 GHz DSRC Layer 2
1SO 21818 CALM
l&@= Access technology
support EN/ISO 12834
5.8 GHz DSRC Layer 7
EN 13372
(Prolie parts)
1SO 29281 CALM
-Non IP Networking
Non EFC
Freight&Fleet (AID=1)
ISQ 15638-9
EFC Standards
TARY - Remote parts of EN 13372,
Tathograph EN 14906
Mbpnitoring ENESS0Y
. . etc
Agplication
bervice
ISP 15638-9
TARV — Refmote
Tachograph’Monitoring
ES’F: Anhex B
1SO 15638-9
TARV - Remote
Tachograph Monitoring Other EFC
Annex C standards
(Data Profiles)

Figure B.3 — Relation and references between ISO 15638-9 (this document), CALM
Communications and 5,8 GHz DSRC base standards

B.1.2 Use cases

The use cases where a 5,8 GHz DSRC communication may be used are described in 6.2 (Communication
Profile C1) and 6.3 (Communication Profile C2.).
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.3 Physical layer

The system shall operate in accordance with one of the four base 5,8 GHz DSRC standards:

ETSI EN 300-674-1(Europe, Australia, parts of the Americas, and other regions),
ARIB T-75 (Japan),

TTAS.KO-06.0025 (Korea),

ETSI.TS 200-674-1 (Italy).

Thif annex concerns only 5,8 GHz DSRC communications, in a master/slave communication.

In Kurope, 5,9 GHz C-ITS ITS-stations are required to have a means to detect 5/8"GHz

tra
792

B.1

Tra
sub

Othler ISO 15638-2 communication means (including the 5,9 GHZ so called ‘DSRC’), based

pee
For

Tra

y use national standards specifications to transfer 5,8 GHz data.

smissions, and to reduce the power of emitted 5,9 GHz signals in accordancewith ET]
:2015, 5.4, in order to mitigate possible interference on 5,8 GHz CEN DSRC se§sions.

.4 Profile C1 transactions

Kequent clauses.

 communications, are not the subject of this normative annex.
Profile C2 communications, see A.2.

hsactions using:

ARIB T-75 (Japan),

TTAS.KO-06.0025 (Korea),

ETSI.TS 200-674-1 (Italy)

.5 CommunicationsProfile C1 transactions operating within EN 12253, 5,8
the profile definitions of EN 12834

hsactions operating within ERC 70-03 and EU Regulation (EU) No 16572014 are defined in

CEN DSRC
SI/TS 102-

B.1.5 and

bn peer-to-

xHz DSRC

er conform
hind profile

4ta element

t Profile in

m those in

el consistent

with requlrements in EN 12253 or EN 13372 can be tested usmg approprlate tests for that parameter
from EN 300 674-1.
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B.1.5.1 5,8 GHz European DSRC downlink and uplink parameters

Table B.1 — Downlink parameters

Item No. Parameter Value(s) Remarks
D1 Downlink Carrier There are four alternatives which may be |Within ERC 70-03.
Frequencies used by an interrogator: . .
Carrier Frequencies may be
5,797 5 GHz selected by the implementer
of the roadside system and
5,802 5 GHz need not be known in the IVS
2,807 5 Gz (Consistent with EN 12253
5,812 5 GHz EN 13372)
Dla?2 Tolerance of Carrier |within £5 ppm (Consistent with EN 12253)
Frequencies
D2 Interrogator Within ERC 70-03. Parameterwsed for
Transmitter Interrogator shall be according to Class B, controlllr}g 1nterferenc§
Spectrum Mask > : between interrogators in
Cas defined in EN 12253 . () ! :
proximity (as defined in
No other specific requirement within this |EN\12253 and EN 13372).
document Not a relevant parameter fgr
this document
D3 IVS Minimum 5,795 - 5,815 GHz (Consistent with EN 12253
Frequency Range
D42 Maximum E.L.R.P. Within ERC 70-03 (unlicensed} (Consistent with EN 12253
Maximum +33 dBm
D4a Angular E.ILR.P. mask |According to declared'and published
specification of interrogator designer
D52 Polarization Left hand circular (Consistent with EN 12253)
D5a?2 Cross-Polarization XPD: (Consistent with EN 12253))
In bore sight: (Interrogator) RSUt =15 dB
(IVS) OBUr=10dB
At+3 dB area: (Interrogator) RSU t = 10 dB
(IVS) OBUr=6dB
D62 Modulation Two level amplitude modulation (Consistent with EN 12253))
D6a? Modulation{indeéex 0,5..09 (Consistent with EN 12253))
Dé6b 2 Eye pattern 290 % (time) / 285 % (amplitude) (Consistent with EN 12253))
D72 Data‘€oding FMO (Consistent with EN 12253))
"1" bit has transitions only at the beginning
and end of the bitinterval. "0" bit has an
additional transition in the middle of the
bit interval compared to the "1" bit.
D82 Bitrate 500 kBit/s (Consistent with EN 12253)
D8a Tolerance of Bit Clock |better than +100 ppm (Consistent with EN 12253)
D9 Bit Error Rate <10 - 6 when incident power at OBU (IVS) |(Consistent with EN 12253)
(B.E.R) is in the range given by [D11a to D11b]
for communication
a2 Downlink parameters subject to conformance testing in accordance with relevant parameter test from EN 300 674-1.
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Item No. Parameter Value(s) Remarks
D10 Wake-up trigger for |IVS shall wake up on receiving any frame No special wake-up pattern is
VS with 11 or more octets (including preamble) [necessary.
IVS may wake up on
receiving a frame with less
than 11 octets
(Consistent with EN 12253)
D10a Maximum start time |<5 ms (Consistent with EN 12253)
D11 Communication zone |Spatial region within which a B.E.R. (Consistent with EIN 12253)
according to D9a is achieved
D1ja?2 Power limit for -24dBm
communication
(upper)
D11b2 Power Limit for com- |Incident power: (Consistent with EIN 12253)
munication (lower) ~43 dBm (boresight)
-41 dBm (within +45° corresponding te
the plane parallel to
the road surface when the IVS latér is
installed in the vehicle (Azimuth))
D12 Cut-off power level -60 dBm (Consistent with EN 12253)
of IVS
D13 Preamble Preamble is mandatony (Consistent with EIN 12253)
D1Ba Preamble length and |16 bits +1 bit of FMO~coded “1” bits (Consistent with EIN 12253)
pattern
D138b Preamble wave form |An alternating sequence of low level and (Consistent with EIN 12253)
high level' with pulse duration of 2 ps.
Thetolérance is given by D8a
D13Bc Trailing Bits The“interrogator is permitted to transmit |(Consistent with EIN 12253)
a maximum of 8 bits after the end flag. An
IVS is not required to take these additional
bits into account
a  |Downlink parameters subject to conformance testing in accordance with relevant parameter test from EN 300 674-1.
Table B.2 — Uplink parameters
Item No. Parameter Value(s) Remark
Ulp Sub-carrier An IVS shall support 1,5 MHz and 2,0 MHz |Selection of sub-cafrier
Frequencies An interrogator shall support 1,5 MHz or frequency
2,0 MHz or both. U1-0: 1,5 MHz U1-1: 2,0 MHz | (1,5 MHz or 2,0 MHz) depends
on the EN 133772 profile
selected.
Ula Tolerance of within 0,1 % (Consistent with EN 12253)
sub-carrier
frequencies
Ulb Use of side bands Same data on both sides (Consistent with EN 12253)

a  Uplink parameters subject to conformance testing in accordance with relevant parameter test from EN 300 674-1.
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Table B.2 (continued)

(lower limit)

Range of angle:

Circularly symmetric between bore sight
and +45°

Item No. Parameter Value(s) Remark
U2 IVS transmitter According to EN 12253 (Consistent with EN 12253)
spectrum mask 1) Outband power:
see ETSI EN 300 674-1
2) Inband power:
<[U4a] dBm in 500 kHz
3) Emissionin any otheruplink channel:
U2(3)-1=-35dBm in 500 kHz
U4 Maximum E.L.R.P. Within ERC 70-03 (unlicensed)
U4a? Maximum Single Side |Two options: According to declared and
Band E_.I.R.P. — U4a-0: -14 dBm pub?lshed spec_lflcatlon of
(boresight) equipment{designer
— U4a-1: -21 dBm
U4b 2 Maximum Single Side |Two options: According to declared and
0 \ PO
Band E.I.R.P. (35Y) — Notapplicable pub?lshed spec_lflcatlon of
equipment designer
— =17 dBm
Us52 Polarization Left hand circular (Consistent with EN 12253}
us Cross polarization XPD: (Consistent with EN 12253}
In bore sight: (Interrogator) RSU215 dB
(IVS) OBU t =210 dB
At -3 dB: (Interrogator) RSU r 210 dB
(IVS) OBU t =6 dB
ue6 Sub-carrier 2-PSK (Consistent with EN 12253
modulation Encoded datasynchronized with
sub-carriet: Transitions of encoded data
coincide with transitions of sub- carrier
Ué6b Duty cycle Duty-¢ycle:
50.% +a, a <5 %
Uébc Modulation on carrier+Multiplication of modulated sub-carrier (Consistent with EN 12253
with carrier
y7a Data coding NRZI (No transition at beginning of "1" bit, |(Consistent with EN 12253
transition at beginning of "0" bit, no
transition within bit)
uga Bit rate 250 kbit/s (Consistent with EN 12253
U8a Tolerance of Within +1 000 ppm (Consistent with EN 12253
Bit clock
U9a B.E.R. <10-6 (Consistent with EN 12253)
U10 Response to downlink Does not affect uplink
U11 Communication zone |The spatial region within which the IVS (Consistent with EN 12253)
is situated such that its transmissions are
received by the interrogator with a B.E.R. of
less than that given by U9a
U1l2a Conversion gain 1 dB for each side band Greater than the specified

value range for each side
band within a circular cone
around boresight of £45°
opening angle

a  Uplink parameters subject to conformance testing in accordance with relevant parameter test from EN 300 674-1.
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Table B.2 (continued)

Item No. Parameter Value(s) Remark
U1z2b Conversion gain 10 dB for each side band Less than the specified value
(upper limit) range for each side band with-

in a circular cone around bore-
sight of £45° opening angle

U13 Preamble Preamble is mandatory. (Consistent with EN 12253)
Ul3a Preamble 32 to 36 pus modulated with sub-carrier (Consistent with EN 12253)
| only, then 8 bits of NRZI coded “0” bits.
ength and pattern
U13Bb Trailing bits The IVS is permitted to transmit a (Consistent witi EN 12253)

maximum of 8 bits after the end flag. An
interrogator is not required to take these
additional bits into account.

Uplink parameters subject to conformance testing in accordance with relevant parametertestfrom EN 30

0 674-1.
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5.2 ASN.1 module for the RtmData transaction

ASN.1 module definition for the DSRC data within the RTM application is using the ASN.]
ccordance with ISO/IEC 8824-1. The packed encoding rules-given in ISO/IEC 8825-
rictions defined in ISO 15628:2013, 6.2.7 apply. The ASN.1 mdedule follows:

PRtm {iso(l) standard(0) 15638 part9(9) versionl(l)} DEEINMITIONS AUTOMATIC TAGS
BEGIN
DRTS

mports data attributes and elements from EFC whieh are used for RTM
M EfcDsrcApplication {iso(l) standard(0) 14906 application(0) version5(5)}

mports function parameters from the\EFC Application Interface Definition
MMIRG

M EfcDsrcApplication {iso(l), standard(0) 14906 application(0) wversion5(5)}

[mports the L7 DSRCData medule data from the EFC Application Interface Definition

ion-Request, ActionfResponse, ActionType, ApplicationlList, AttributeIdList, Attributelist
ributes,

fonID, BST, Ds£cHEID, DSRCApplicationEntityID, Event-Report-Request, Event-Report-Responsg
htType, GetsR&guest, Get-Response, Initialisation-Request, Initialisation-Response,
Configuration, Profile, ReturnStatus, Time, T-APDUs, VST

M EfcDsicGeneric {iso(l) standard(0) 14906 generic(l) version5(5) };

technique
D with the
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-- Definitions of the RTM functions:

RTM-InitialiseComm-Request = BST
RTM-InitialiseComm-Response::= VST
RTM-DataRetrieval-Request::= Get-Request (WITH COMPONENTS {fill (SIZE(1l)), eid, attrIdList,
accessCredentials ABSENT,iid ABSENT})
RTM-DataRetrieval-Response: := Get-Response {RtmContainer} (WITH COMPONENTS {..., eid, iid ABSENT})
RTM-TerminateComm: := Event-Report-Request {RtmContainer} (WITH COMPONENTS {mode (FALSE), eid (0),
eventType [0)})
RTM-DelivefData-Request = Action-Request {RtmContainer} (WITH COMPONENTS {..., actionType (19
(8), acces$Credentials ABSENT, iid ABSENT} .(19
RTM-Delive}Data-Response ::= Action-Response {RtmContainer} (WITH COMPONENTS {..., iid ABSE 3
RTM-TestComm-Request: := Action-Request {RtmContainer} (WITH COMPONENTS {..., eid (0), % nType
(15), acce$sCredentials ABSENT, iid ABSENT}) '\Q)
RTM-TestCofm-Response: := Action-Response {RtmContainer} (WITH COMPONENTS {.. \,%1 1 (SIZE(1)), eid
(0), iid ABSENT}) O‘\
-- Definitjons of the RTM attributes: \\Q
RtmData ¥ SEQUENCE ({ 5\0
encrypfkedTachographPayload OCTET STRING (SIZE(67)) (CO S&INED BY { -- calculated encrypting
TachographPayload}), $
dSRCSefurityData OCTET STRING N Q)
\
} O
TachographPayload ::= SEQUENCE { \
tp15638VehicleRegistrat@ ate LPN -- Vehicle Registration Plate as per EN
15509. ( )
tpl5638SpeedingEvent” , BOOLEAN, -- 1= Irregularities in speed (see
Annex 1C) é
tpl5638Drivin outValidCard BOOLEAN, -- 1= Invalid card usage (see Annex ]1C)
tp15638Dri® ard BOOLEAN, -- 0= Indicates a valid driver card (jee
Annex 1C) %
tp156283§rd1nsertion BOOLEAN, -- 1= Card insertion while driving (fee
Annex 1C) 0
tQ"638MotionDataError BOOLEAN, -- 1= Motion data error (see Annex 1¢)
15638VehicleMotionConflict BOOLEAN, -- 1= Motion conflict (see Annex 1C)
§S tpl56382ndDriverCard BOOLEAN, -- 1= Second driver card inserted (s¢e
Annex 1C) &?‘
% tpl5638CurrentActivityDriving BOOLEAN, -- 1= other activity selected;
-- 0= driving selected
tpl5638LastSessionClosed BOOLEAN, -- 1= improperly, 0= properly,
closed
tpl5638PowerSupplylInterruption INTEGER (0..127), -- Supply interrupts in the
last 10 days
tpl5638SensorFault INTEGER (0..255),-- eventFaultType as per data
dictionary
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-- All subsequent time related types as defined in Annex 1C.

tpl5638TimeAdjustment INTEGER(0..4294967295), -- Time of the last time
adjustment

tpl5638LatestBreachAttempt INTEGER(0..4294967295), -- Time of last breach
attempt

tpl5638LastCalibrationData INTEGER(0..4294967295), -- Time of last calibration
data

tpl5638PrevCalibrationData INTEGER (0..4294967295), -- Time of previous
calibration data

tpl5638DateTachoConnected INTEGER(0..4294967295), -- Date tachograph connected

1= aeas) rrrertSpeedt HHERGER—{O—255 frarst—currert—r roteech speed

tpl5638Timestamp INTEGER(0..4294967295) -- Timestamp off"cuffrent

recprd

RtmpestRef: :=SEQUENCE {

d¢st IA5String (SIZE(80)) -- requested destination IP address url for the ‘data
ref IASString (SIZE(0..20)) -- reference of unique significance f8xr~fhe inspector
}

RtmpctionParameter ::= SEQUENCE {

d¢stRef RtmDestRef,

aftributelist SEQUENCE OF {AttributeId}
}
Rtmf-ContextMark ::= SEQUENCE {
standardIdentifier StandardIdentifiey, -- identifier of the TARV part and its version
rfmCommProfile INTEGER {
cl (1),
c2 (2),
c3 (3)
} (0..255) DEFAULT 1
}
RtmfransferAck ::= INTEGER\ {
ok (1),
noK ~(2)
W ALY .255)
StapdardIdentifier ::= OBJECT IDENTIFIER
Rtmffontainess: := CHOICE ({
integer [0] INTEGER,
bitstring [1] BIT STRING,
octetstring [2] OCTET STRING (SIZE (0..127, ...)),
universalString [3] UniversalString,
beaconId [4] BeaconlID,
t-apdu [5] T-APDUs,
dsrcApplicationEntityId [6] DSRCApplicationEntityID,
dsrc-Ase-Id [7] Dsrc-EID,
attrIdList [8] AttributeIdList,
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attrList [9] AttributeList{RtmContainer},
rtmData [10] RtmData,

rtmContextmark [11] Rtm-ContextMark,

reservedl?2 [12] NULL,

reservedl3 [13] NULL,

reservedld [14] NULL,

time [15] Time,

-- values from 16 to 255 reserved for ISO/CEN usage

}
Manufactur¢rID ::= INTEGER(0..65535)

END

B.1.6 Operating context

B.1.6.1 jrerequisites
This annex has been prepared considering the prerequisites listed below in a)to c).

a) The ddta acquired shall be read only, since the operator of the intetrogator shall not interfere with
the wqrking of the IVS.

b) All attributes shall be present in the IVS such that an operator of an interrogator can read the saime
data fijom all IVS/tachographs independent of type and make. In case an attribute does not mjake
sense In a certain IVS implementation, a value assignient for “not applicable” or “not defined” is

provijf:d in each case.

c¢) The interrogator shall be able to receive the same information irrespective of 1VS/tachograph
implementation decisions.

B.1.6.2 Ljocation constraints

The remot¢ interrogation of vehicles using a 5,8 GHz DSRC interface shall not be used within 200 mefres
of an operdtional 5,8 GHz DSRC Electronic Fee Collection gantry.

NOTE This is to avoid any possible interference with electronic fee collection communications.

B.1.6.3 Frames

The communication_between interrogator and IVS is a master<>slave transaction controlled by|the
interrogat¢r and based on the exchange of ‘frames’ of data exchange as defined in EN 12795.

NOTE Theframes have the format shown in Table B.3 and are described in the following paragraphs. There
is also a spgcid) case of a ‘frame’ without the LPDU (Link layer Protocol Data Unit) field, which is used in spme
specific situations.

The above note is informative, and in the event of any doubt, the specifications in EN 12795 apply.

The size of the whole ‘frame’ varies from 9 octets up to 128 octets, and this size variation is associated
with the LPDU field, which carries the payload data (up to a maximum payload of 110 octets).

A one octet ‘frame’ delimiter is placed at the beginning and at the end of each frame (value 01111110
[base 2]). This is followed by the ‘Link Address Field’ which has 5 octets and contains the LID (Link
Identifier), which is used to keep the communication private between different users. Next is the ‘MAC’
field which is a single octet (see Table B.4) and it is used to:

— indicate if the frame contains an LPDU,
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specify the transmission direction,
allocate public/private windows, and

also request private windows.

Table B.3 — Frame format

Flag Link MAC LPDU Frame Flag
Address Control Check
Field Field Sequence
1 octet 5 octets 1 octet Up to 110 octets 2 octets 1 octet
Thg MAC control field is as shown in Table B.4.
Table B.4 — MAC control field format
L D) [AorR [C/R S X X X X
Where:
L indicates the existence or absence of the LPDUin the frame: ‘L’
equals ‘1’, LPDU exists, otherwise value 0
D(b) indicates the link direction: ‘0’ indicates ‘downlink’ and ‘1’
indicates uplink.
A indicates window allocation (only used in downlinks); R: indicates
window request (only used ifvuplinks).
C/R identifies the LPDU as a cemimand or a response: 0 = command,
1 =response.
S distinguishes the fixgtallocation of a private uplink and is not rele-
vant on downlink:
The other thréebits are presented but not used.
B.1/6.4 Information security
Secpirity of the payload data shall be as defined in 9.6. RTM data shall always be encrypted b

e available by the VU to-the DSRC communication function.

in this communication using 5,8 GHz DSRC, provision is made for up to 50 octets of se
s, and other security mechanisms/techniques), and the encrypted data (including sec
en sent ‘en clair“transmission. The provision for security data is that of a ‘black box’
ific securitytechniques are not specified in this document (and are expected to change

onsiblexfer ensuring that all communicating parties have access to instruction on how f
rity provisions.

bfore being

Curity data
urity data)
allocation.
over time).

ific security provisions are to be at the discretion and determination of the jurisdictign, which is

o use their

DY
The data for the RTM LDPU shall be of up to 110 octets comprised as shown in Table B.5.

Table B.5 — Payload — Information and security data

No of No of octets Payload data Security data 10101010
octets of | of security end of field
payload data identifier

data octet

2 octets 2 octets (A) Octets of payload data (B) Octets of security data 1 octet
Example:

3 2 111111110000000011111111 0000000011111111 10101010

© IS0 2020 - All rights reserved 55


https://standardsiso.com/api/?name=b66ad1941d1dade29a9c818a6970fedf

ISO 15638-9:2020(E)

Subclause 9.6 determines that security data shall comprise the security ‘keys’ or links to keys or other
security mechanisms provided to enable the payload data to be decrypted. While 9.6 effectively does
not limit the number of octets of security data, within the 5,8 GHz DSRC use case that is the subject of
this annex, up to a maximum of 50 octets may be used for security.

While 9.6 effectively does not limit the number of octets of payload data, within the 5,8 GHz DSRC use
case that is the subject of this annex, up to a maximum of 54 octets may be used for payload data. Four
octets of payload data are used for payload categorization. Net payload data shall therefore be up to a
maximum of 50 octets. The payload data shall be structured as shown in Tables B.6 and B.7.

Tahla B 6
TC-D° O

Paviaad data

Fab Paylead-data
AID TARV ID TARV App ID Payload data

1 octet 1 octet 2 octets Up to 50 octets

Always=2 | |Always=1 Assigned Data to a scheme standardized in Annex C or issiied and
application value. |required by a jurisdiction
Normally
equivalent to
relevant TARV
standard
EG:RTM =9
WIM =20

Table B.7 — Payload — Information and security data (detail)

No. of No. of AID Freight&Fleet TARV Payload Security 10101010
octets of | | octets of ID = TARV App ID data data end of figld
payload || security identifier

data data octet
2 octets 2 octets 1 octet 1 octet 2 octets Up to Up to 1 octet
50 octets 50 Octets
of security
data
Example: Always =2 |Always=1 EG: 11111111 00000000
3 2 RTM =9 |00000000 |...cccoem. 10101010
WIM =20 |..cceuee. 11111111
11111111
The total JPDU is therefore of the construct shown in Table B.8.
Table B.8 — Construct of RTM LPDU
Flag Link MAC Frame Flag
Address—Eontreot cheeke
Field Field se-
quence
loctet |[5octets |1octet |LPDU 2 octets |1octet
No. of No. of AID TARVID |[TARV Payload |Security 10101010
octets of |octets AppID |[data data end of
payload |ofsecu- field
data rity identifi-
data er octet
Exam- 2 octets |2 octets |[1octet 1 octet 2octets |Upto54 |Upto50 |1 octet
ple: octets octets of
security
data
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Table B.8 (continued)

Flag Link MAC Frame Flag
Address | Control check
Field Field se-
quence
0111 00000000 (00000000 | 00000000 [ 00000000 00000010 | 00000001 | 00000000 (11111111 |{00000000 (10101010 {00000000|01111110
1110
11111111 00000011 (00000010 00001001 [ 00000000 | ....covenee 11111111
oooooooo| | 1 e 11111111
11111111 11111111
00000000

B.116.6 Equipment design

Equipment design shall largely be at the discretion of the market place or to requirements spgcified by a
jurisdiction, and operating within ERC 70-03 and B.1.5, and tested against the appropriate parameters
of BN 300 674-1.

However, certain positioning specifications are required to enable the targeting of antennae

B.1}6.7 Interrogator form factor

Theg design and form factor of the interrogator shall be a fun¢tion of commercial design| operating
within the limitations defined in ERC 70-03, and the design{and performance specificationd defined in
thid annex, thus providing the marketplace maximum flexibility to design and provide equipment to
me¢t the particular needs of any particular jurisdiction te'meet their particular interrogatior scenarios.

B.1}6.8 1VS form factor

The design and form factor of the IVS and its-positioning within or without other in-vehicle[equipment
(sug¢h as the tachograph) shall be a function of commercial design, operating within ERC [70-03, and
the|design and performance specifications defined in this annex or taking into considerati¢gn the data
reqpirements of the jurisdiction, and-tested against the appropriate parameters of EN 300 6[/4-1.

Thg communication between thé.tachograph and the DSRC function may be a wired commujnication or
a Bluetooth Low Energy (BLE)*¢communication, and the physical location of the IVS DSRC fuhction may
be Integral with the antenha on the windshield of the vehicle, internal to the tachograph, or located
somewhere between.

In drder that differént'suppliers may be contracted to supply the tachograph/vehicle unit gnd the IVS
DSRHC function, and indeed different batches of DSRC equipment, the connection between the fachograph
vehjicle unit and'‘the IVS DSRC function shall be an open standard connection. The tachograph vehicle
unif shall cennect with the IVS DSRC function using fixed cable of 2 m, using a Straight |DIN 41612
H11 Connector - 11 pin approved male connector from the IVS DSRC function to matcE a similar

DIN/ISO approved female connector from the tachograph vehicle unit, or shall connect wjith the 1VS
DSRCAunction using Bluetooth Low Energy (BLE). The IVS DSRC function shall be reasonably capable
to accept data concept values from other intelligent vehicle equipment by means of an open industry
standard connection and protocols.

B.1.6.9 Interrogator antenna form factor

The design of the interrogator antenna shall be a function of commercial design, operating within
ERC 70-03, and tested against the appropriate parameters of EN 300 674-1, adapted to optimize
the reading performance of the IVS for the specific purpose and read circumstances in which the
interrogator has been designed to operate. Specifically, the interrogator antenna shall be bound by the
constraints of B.1.5.
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B.1.6.10 IVS antenna form factor

The design of the IVS DSRC antenna shall be a function of commercial design, operating within ERC 70-
03, and tested against the appropriate parameters of EN 300 674-1. Specifically, the IVS antenna shall
be bound by the constraints of B.1.5.

The instantiation of the VU antenna and its fitment in the vehicle shall reasonably protect the IVS DSRC
antenna from wilful or accidental damage or disconnection from the VU.

In a test environment in a workshop, an IVS antenna, affixed behind a standard clear front windshield,
should successfully connect with a standard test communication and successfully provide an RTM

LPDU tranfaction as defined within this annex, at a distance of 10 m, better than 99 % ol the.t

averaged

B.1.6.11 IVS antenna position

The IVS anfenna shall be positioned in the lower part of the centre of the vehicle windshield in the ¢

identified i
— Betwe
— atahe
— atleas
— lessth
— Thew
— There

withinl
— The an
(i.e.ve
— Simila

The DSRC
mounted t
disconnect

It is recompmended that diseonnection of or interference with the functioning of IVS antenna,

deliberate
be made a

er 1 000 read interrogations.

Figure B.4. Specifically, it shall be positioned:
bn the centreline of the vehicle and the centre of the steering wheel;
ght of approximately 1,5 m to 2,2 m from the road surface,
I 10 cm away from the windshield wiper at rest, and
hn 50 cm away from the windshield wiper at rest.
ndscreen area in front of the antenna shall not be fmetalized.

chall be no objects (e.g. name badges, stickersifoil anti reflection (tinting) strips, sun vis
aradius of 10 cm from where the antennaiis‘mounted.

tenna shall be mounted so that its boresight is approximately 90° to the surface of the 1
tical orientation).

- technology devices used for tolling shall not be positioned within 10 cm of the VU.

me,

rea

DI'S)

oad

intenna shall be securelycgnnected to the DSRC function either directly within the modlule

p the windshield, or through a dedicated cable constructed in a manner to make ill
ion difficult.

masking of orotherwise detrimentally affecting the operational performance of the ante
yiolation of-the data requirements of the jurisdiction.

poal

and
nna
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Key]

]
%

DSRC antenna location

Figure B.4 — Positioning of the 5,8 GHz DSRC antenna in the windshield of regulated| vehicles

A later amendment to this document may impose minimumreading performance requirements.

In & test environment, an IVS antenna, affixed behind a standard clear front windshi¢ld, should

suctessfully connect with a standard test commusication and successfully provide an RTM LPDU

tramsaction as defined within this document, at:a'distance of 2 .. 10 metres, better than 99 % of the
timg, averaged over 1 000 read interrogations

B.1L7 Data download protocol

B.1{7.1 Overview

NOTE The purpose of the initialisation phase (Step 1) is to set up the communication between the

intefrogator and IVSs that have entered the 5,8 GHz DSRC (master/slave) transaction zone but Have not yet

estgblished communicatiofi With the interrogator, and to notify the application processes.

The transaction phase'can only be reached after completion of the initialisation phase.

Step 1 Initialisation. The interrogator sends a frame contaihing a
‘beacon service table’ (BST) that includes the applicdtion
identifiers (AIDs) in the service list that it supports. [n the
RTM application this will simply be the service with|the AID
value = 2 (Freight&Fleet). The IVS DSRC function evaluates
the received BST and shall respond (see below) with the list of
the supported applications within the Freight&Fleet domain,
or shall not respond if none are supported. If the interrogator
does not offer AID = 2, the IVS DSRC function shall terminate
the transaction with the interrogator.

Step 2 The IVS DSRC function sends a frame containing a request for a
private window allocation.

Step 3 The interrogator sends a frame containing a private window
allocation.

© IS0 2020 - All rights reserved 59


https://standardsiso.com/api/?name=b66ad1941d1dade29a9c818a6970fedf

ISO 15638-9:2020(E)

Step 4

The IVS DSRC function uses the allocated private window to
send a frame containing its vehicle service table (VST). This
VST includes a list of all the different application
instantiations that this [VS DSRC function supports in the
framework of AID = 2. The

different instantiations shall be identified by means of unique-
ly generated EIDs, each

associated with a parameter value indicating the standard
supported. In the case of

RTM, the parameter value shall be an Object Identifier related

Step 5

Step 6

Step 7

to IS0 15636-Y (1TARV) (This document). Assoclated to thls
Object Identifier, an optional indicator identifies the

RTM Communication Profile. If this indicator is omitted) Com-
munication Profile C1 is
implicitly selected.

Next the interrogator analyses the offered VST, and either ter-
minates the connection
(RELEASE) since it is not interested in anything the VST haf to
offer (i.e. itis receiving a
VST from an IVS DSRC function that'is not supporting the R'M
transaction), or, if it

receives an appropriate VST itstarts an app instantiation.

To bring this about, thedinterrogator shall send a frame con-
taining a command toxetrieve the RTM data and, possibly,
according to the sélected C1 or C2 Communication Profile by
identifying the ldcation where data has to be sent, and the
attribute to get‘to the specific IVS DSRC function and allocates
a private window.

The IVS,DSRC function uses the newly allocated private win
dow to send a frame that
contains either:

1. the attribute RtmData (payload element + security elemgnt)
as specified in C.1, in case of Communication Profile C1

2. an explicit acknowledgement, in case of Communication
Profile C2.

60
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If there are multiple services requested, the value ‘n’

is

changed to the next service reference number and the process

repeated.

The interrogator confirms receipt of the data by sending a

frame containing a RELEASE command to the I[VS DSRC func-
tion to terminate the session and stop the IVS DSRC function
from creating a new session OR if it has failed to validate a

successful receipt of the LDPU, goes back to step 6.

7.2 Automatically repeating interrogations

A siﬁlgle interrogation starts with its instigation by the interrogator and the cycle terminat

of interrogation’ as shown in Figure B.5.

bs with the

vever, there are some circumstances, for example a mobile interrogator mounted i a vehicle

relling in a lane adjacent to the target vehicles, or where a ‘train’ of vehicles is passing
rrogator, where it is desirable to undertake continuous or repeatinginterrogations. In th
etting the value of s to 1, instead of terminating its action at the end of an interrogatio
rrogator then proceeds to issue another BST and repeat thedransaction cycle.

exact detail of how such a read cycle is instantiated in the interrogator is a function of ij
gn and is outside the scope of this document.

7.3 RTM operating in a multi-service environment

le Figure B.5 shows the process flow purelyfrom the context of RTM, the architecture
Iso support multiple service provision, via the serial reading of data for multiple applid
nple RTM and Weigh in Motion (WIM)}.in a sequence.

Figlire B.6 shows a similar process flow;-but operating within a repeating loop, V.

Int
seq

Thd
des

his sequence the interrogator may read one application, followed by the next and the ney
ience is completed or the ¥U:moves out of range.

exact detail of how,such a loop is instantiated in the interrogator is a function of iy
gn and is outside the'scope of this document.

a roadside
is scenario
h cycle, the

terrogator

s designed
ations [for

t, until the

terrogator
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Figure B.5 — RTM over 5,8 GHz DSRC process flow
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Figure B.6 — Multiple application interrogation over 5,8 GHz DSRC process flow

Figures B.5 and B.6, describe the situations for Communication Profile C1.

For Communication Profile C2, while the start of the interrogation is the same sequence, the response
to the “request” is simply an acknowledgement. The data is then sent by other means to the enquirer
(via the application service provider, as defined in Communication Profile C3.).

B.1.7.4 Commands

The follow[ng commands are the only functions used in an RTM transaction phase

RTM-InitjaliseComm-Request

A command, issued from the interrogator in the formof a
broadcast with definition of applications that the
interrogator supports.

InitialiseComm-Response

An answer from the IVS-DSRC confirming the)connection
and containing a list of supported applicdtien instances w

characteristics and information how t6 address them (EID].

h

RTM-DatgRetrieval-Request

A command, issued from the interrogator to the

DSRC-VU, that specifies the application instantiation to be
addressed by means of a defiried EID, as received in the VS
instructing the IVS-DSRC to,send the selected attribute(s)
with the data. The objective of the RTM-DataRetrieval-Re-
quest is for the interregator to obtain the data from the
DSRC-VU.

DataRetrjeval-Response

An answer fromthe IVS-DSRC that contains the data
requested.

RTM-DeliverData-Request

A command;issued from the interrogator to the DSRC-VU,
that specifies the application instantiation to be addressed

by means of a defined EID, as received in the VST, instructing

the IVS-DSRC to retrieve the selected attribute(s) with the
Data and transfer it to the Service Provider identified by a
specific URL. The objective of the RTM-DeliverData-Reque
command is for the interrogator to make the DSRC-VU delj
er the data to a Service Provider.

V-

RTM-DeliverData-Responsé

An answer from the DSRC VU on the
RTM-DeliverData-Response command.

RTM-TestiComm-Request

A command, instructing the IVS-DSRC to send back data
from the IVS-DSRC to the interrogator. The objective of the

RTM-DeliverData-Request command is to enable workshoips

or test facilities to test that the DSRC link is working withd
needing access to security credentials.

ut

nnnnnnnn froxa +tbho NCDC YITT oo+ o

A
TYIT aAITSVVCT IT OTIT CIICDOING vV U UIT CIIC

RTM-TestComm-Request command.
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RTM-TerminateComm

is ended. The objective of this command is to end th
with the DSRC-VU. On receipt of this command the I

has been out of the communication zone for 255 sec

this command is to end the session with the IVS. On
of the this command the IVS shall not respond to an

A command, instructing the IVS-DSRC that the transaction

shall not respond to any further interrogations under the cur-
rent connection. Note that according to EN 12834 an IVS-DS-
RC will not connect twice to the same interrogator unless it

the Beacon ID of the interrogator is changed. The objective of

e session
VS-DSRC

onds or if

receipt
y further

IMterrogations tor a period of approximately 60 Sec
which it shall return to its normal functionality:

NOTE This is to prevent the IVS DSRC repetitively
ing to interrogation while still within the zone of sh
communication with the interrogator,thus blockin
communication channel.

nds, after

respond-
ort-range
b the

ate]

NOTE The CEN DSRC standards include other commands, but they are notused in, and in4

for, the RTM application.

ppropri-

B.1.8 Data structures

Thd
Thd

The
enc

The
con

B.1

B.1

B.1

The
isd
As (
linK

Bes
dow

semantic structure of the data when passed across the DSRC shall be as defined in B.1.6 3

ind B.2.1.5.

way these data are technically structured is specified:in this clause.

payload data shall be received, encrypted, by ghe IVS DSRC, and shall be passed,
rypted, as the LPDU ‘payload data’ concept across.the DSRC to the DSRC-interrogator.

sideration the data requirements of a jurisdiction.

L9 Interaction process
9.1 Window management

9.1.1 General
following subclausesprovide an explanation of the window management interaction p
efined in EN 12795

controlidentifier’ LID, whether a broadcast LID or a private LID is present.

atink (T1). This corresponds to 32 ps.

as already

‘payload’ element of the LPDU shall conform to a data concept defined in Annex C of take into

rocess that

lefined in EN\12795, public and private downlink/uplink windows are distinguished by their ‘logical

ides these situations, there is a third, the minimum time gap between an uplink followed by a

B.1.9.1.2 Example of frame exchange

Figure B.7 (for information) describes an example of the ideal exchange of frames between the fixed
and the mobile equipment and also the communication primitives within the logical link control (LLC).
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B.1.9.1.3

B.1.9.1.3.1

The primi
transmitte

For the RT
the first ley

The primit
MA-DA

The link identifier (LID) is the LID of the service access point (SAP) for which the frame is intende

may be ap
The LPDU

The respor
immediate

In the publ
the private

and the frameof RTM datawill be provided by the [VStothe interrogator——— |

B.1.9.1.3.2

Figure B.7 — Communication example between interrogator and IVS

State machine

MA-DATA.request

ive is passed from the LLC sublayer to the MAC sublayer to request that an LPDI
d in the first available downlink window (EN;12795).

M application, this equates to the GET_RTM_LPDU command. In 5,8 GHz DSRC standard
el of the interrogation transaction it is known as the MA-DATA.request.

ive provides the following paranteters:

TA.request(LID, LPDU, RR)

rivate LID, the broadcast LID or a multicast LID.
may be null (in this‘case no LPDU is included in the frame transmitted).

se request (RR) indicates whether or not the fixed equipment allocates an uplink windoy
connection(to the downlink frame transmitted.

ic wittdow, only the request for a private window is made and no LPDU is transferred. O
window is granted, the MA-DATA.request is made (GET_RTM_LPDU [Value for RTM 4

J is

5, at

d. It

v in

nce

9

MA-DATA.indication

The primitive is passed from the MAC sublayer to the LLC sublayer to indicate the successful reception
of a valid frame from a mobile SAP.

The primitive provides the following parameters

MA-DATA.indication (LID, LPDU)

The LID is the content of the link address field of the frame received.
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The behaviour of the IVS, when it is within the range of the interrogator can be described in the state
machine, shown (for information) in Figure B.8.

Reset

R

Frame

Figure B.8 — State machine describing the MAC layer behaviour of the IVS

Received

Validate
Frame

Frame
Validated

Send
LPDU

Puplic
Wixidow

Private
Window

Start
Timers
T4a & T5,

T3 or TS
expired

Start
Timers
Tab

B.1.9.3 State transitions

B.1.9.3.1 The following paragraphs explain the process, state by state, and the corresponding transition
conditions are indicated. The discussion is separated between ‘public’ and ‘private’ allocation, beginning

in the point where the state machine finishes the common steps.

B.1.9.3.2 ‘Wait for frame’

In this state, the IVS is waiting for a new input proceeding from the interrogator, whether it is the first

or any other frame, during the communication.

— Transition condition: the reception of a new frame.

© IS0 2020 - All rights reserved
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B.1.9.3.3 ‘Validate Frame/ Start Timer3 (T3)’

In this state, the frame is validated by comparison with the pre-defined format, particularly the Cyclic
Redundancy Check (CRC). Timer3 (T3) is enabled. This timer is used to control both situations (Public
or a Private Uplink Window).

— Transition conditions: If an error occurs during the validation, the process returns to ‘Wait for
frame’. If not, it advances to the following state.

B.1.9.3.4 ‘Test frame type’ state

Here the d|stinction is made between a PuWA (Public Window Allocation) and PrwWA (Private Winflow
Allocation).

— Transifion conditions: If the frame received is a PuWA, advances to ‘Start Timer5 (T5)/€all the MA-
DATA-Ind’ state. If it is a PrWA, advances to ‘Start Timers4a, 5 (T4a, T5)".

For informption, Figure B.9 shows the state machine concerning only the Public Uplink.

Reset

Frame
Received

Validate
Frame
Frame

Validated

Private
Window
Request

Start
Timers
Tab

T3 or T5
expired

Figure B.9 — State machine concerning only the Public Uplink

68 © IS0 2020 - All rights reserved


https://standardsiso.com/api/?name=b66ad1941d1dade29a9c818a6970fedf

B.1.

ISO 15638-9:2020(E)

9.3.5 ‘Start Timer 5 (T5)/ Call the MA-DATA-ind’

The Timer 5 (T5) is enabled. This timer controls the time duration of the uplink window. Function MA-
DATA-ind is called. This is the pre-defined MAC service primitive to communicate into the logical link
control.

— Transition conditions: If T3 or T5 expires, the process will end and return to the initial state
‘Wait for frame’. If the response is a request, through MA-DATA_req, the state will change to the

B.1

‘Start Timer4b (T4b) state’.

9.3.6 ‘Start Timer4dh (T4h)'

Thi
infd

B.1

5 is quite a simple state that just starts the Timer4b (T4b), to control the correct time
rmation. PriWReq is sent and the process returns to the ‘Wait for frame’ state.

Transition condition: PrWReq is sent.

9.3.7 Private window allocation

Figlire B.10 illustrates the state machine concerning only the Private Uplink.

Reset

Frame
Received

Validate
Frame
Frame

Validated

Private

Timers
T4a & TS5,

Figure B.10 — State machine concerning only the Private Uplink branch

The transactions/sequence shall be as defined in EN 12795.

o send the

If in the '"Test frame type’ state a PrWA is detected, the following state will be ‘Start Timers4a, 5 (T4a, T5)".
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B.1.9.3.8

‘Start Timers4a, 5 (T4a, T5)

Both Timer4a (T4a) and Timer5 (T5) are enabled, to proceed with information sent.

— Transition condition: The pending LPDU is sent.

B.1.9.3.9

Context marks

Context marks are not used in the RTM applications.

B.2 5,8

B.2.1 Fu

B.2.1.1 G

Subclauses
consult thq

B.2.1.2 §

The detail
5,8 GHz DS
is provided
concept fof

B.2.1.3 C

The meang
document,
may be in ¢

N7 unctions ior

hctions in detail

eneral

B.2.1.2 to B.2.1.6 define the functions for EN 5,8 GHz DSRC only. For other'supported m¢
referenced standard.

ecurity and encryption

pf security and encryption measures regarding data made ayvailable and supplied across
RC link is no included in the provisions of this document{ This document assumes that ¢
to the DSRC as a data concept for transfer already encrypted, together with a security g
encryption data (keys etc.) and shall be structured as defined in 9.6 and B.1.6.5.

reating and maintaining data

by which the IVS obtains and updates thedata pantry of the IVS is outside the scope of
though may be determined in accordance with the data requirements of the jurisdict
ccordance with other international;tegional or national standards, or may be a combina

of two or npore of these.

This docu
encrypted
to/accesse

B.2.14 I

Initialisati

nent assumes that RTM data is made available to the data pantry of the IVS, alre

dia,

the
lata
lata

this
ion,
[ion

ady

and including security data, as a combined data concept value, such that it can be provided

l upon receipt of a command for data from the interrogator, via the 5,8 GHz DSRC.

nitialise commumication

bn of the cOmmunication shall be induced by the interrogator. The invocation of

initialisatipn request by the interrogator attempts to initialise communication between interrog

and IVS. /
application

\fter suceessful initialisation, the function “Initialise communication” shall notify
s on the interrogator and IVS sides.

Initialisati

an
htor
the

bn-shall be carried outin accordance with EN 12795 and B.1

B.2.1.5 Data transfer mechanism

Payload data defined previously are requested by the interrogator after initialisation phase, and
consequently transmitted by the IVS in the allocated window. The command GET is used by the
interrogator to retrieve data.

For all DSRC exchanges, data shall be encoded using PER (Packed Encoding Rules).

B.2.1.6 Detailed DSRC transaction description

As described in B.1.
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The following tables give a practical example of an interrogation session.

In the Initialisation phase, the interrogator starts sending a BST. See Table B.9.

Table B.9 — Initialisation — BST frame settings

Field Settings

Link Identifier Broadcast address

Beaconld As per EN 12834

Time As per EN 12834

Prdfile No extension

MahdApplications No extension, EID not present, Parameter not present, AID = 2 Freight&Fleet
NomMandApplications Not present

PrdfileList No extension, number of profiles in list = 0

Frajgmentation header No fragmentation

Layjer 2 settings Command PDU, Ul command
A practical example of the settings specified in Table B.9, with an indication of bit encodings| is given in
thelfollowing Table B.10.

Table B.10 — Initialisation — BST frame/contents example

Odtet # Attribute field bits in.octet Description
1 FLAG 01114110 Start flag
2 Broadcast ID 11%1 1111 Broadcast address
3 MAC Control Field 1010 s000 Command PDU
4 LLC Control field 00000011 Ul command
5 Fragmentation header 1xxx x001 No fragmentation
6 BST 1000 Initialisation request
SEQUENCE {
OPTION 0 NonMand applications not pregent
indicator BeacaonlD SEQUENCE {
Manufacturerld XXX Manufacturer Identifier
(INTEGER(0265535)
7 XXXX XXXX
8 XXXX X
IndividuallD (0..134217727) Xxx 27 bit ID available for manufacfurer
9 XXXX XXXX
10 XXXX XXXX.
11 XXXX XXXX
}
12 Time INTEGER(0..4294967295) XXXX XXXX 32 bit UNIX real time
13 XXXX XXXX
14 XXXX XXXX
15 XXXX XXXX
16 Profile INTEGER (0..127,...) 00000000 No extension. Example profile 0
17 MandApplications SEQUENCE 0000 0001 No extension, Number
(SIZE(0..127,...)) OF { ofmandApplications = 1

© IS0 2020 - All rights reserved

71


https://standardsiso.com/api/?name=b66ad1941d1dade29a9c818a6970fedf

ISO 15638-9:2020(E)

Table B.10 (continued)

Octet # Attribute field bits in octet Description
18 SEQUENCE { OPTION indicator 0 EID not present
OPTION indicator 0 Parameter not present
AID DSRCApplicationEntityID } } 000010 No extension. AID = 2 Freight&Fleet
19 ProfileList SEQUENCE (0..127,...) OF 0000 0000 No extension, number of profiles in
Profile } list=0

20 FCS XXXX XXXX Frame check sequence

21 XXXX XXXX

22 Hlag 01111110 End Flag
An IVS-DSRC, when receiving a BST, requires the allocation of a private window, as@pecified by
EN 12795 pnd EN 13372, 7.1.1, with no specific RTM settings. Table B.11 provides anfekample of bit
encoding.

T4ble B.11 — Initialisation — Private window allocation request ffame contents

Octet # Attribute field bits in octet Description

1 FILAG 01111110 Start flag

2 Plrivate LID XXXX XXXX Link addressjefspecific [VS DSRC

3 XXXX XXXX

4 XXXX XXXX

5 XXXX XXXX

6 MAC Control field 0110 0000 Private window request

7 FCS XXXX XXXX Frame check sequence

8 XXXX XXXX

9 Flag 01114110 End Flag
The interrggator then answers by allocating-a private window, as specified by EN 12795 and EN 13372,
7.1.1 with io specific RTM settings.
Table B.12 provides an example ofbit encoding.

Table B.12 — Injtialisation — Private window allocation frame contents

Octet # Attribute/field bits in octet Description

1 FLAG 0111 1110 Start flag

2 Private k1D XXXX XXXX Link address of the specific [VS DSC

3 XXXX XXXX

4 XXXX XXXX

5 XXXX XXXX

6 MAC Control field 0010s000 Private window allocation

7 FCS XXXX XXXX Frame check sequence

8 XXXX XXXX

9 Flag 0111 1110 End Flag

The IVS DSRC, when receiving the private window allocation, sends its VST (Vehicle Service Table) as
defined in EN 12834 and EN 13372, 6.3.2, 7.1.1, and 7.1.3 with settings as specified Table B.13, using the

allocated transmission window.
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Table B.13 — Initialisation — VST frame settings

Field

Settings

Private LID

Asper EN 12834

VST parameters

Fill = 0, then for each supported application: EID present, parameter

present,
AID =2, EID as generated by the OBU

D S
T AT aIITCcTtCT

AL

s H ral o Lo 11 _£.11 d L
VO CATCITSTUTT, CUTTCATITC T CTITOTC U T, TUTTO W e Oy IN

RITMNC rS £ NA 1
TIVI GUITCCATTIVIAT IV

ObeConfiguration

The optional ObeStatus field shall not be used

Fragmentation header

No fragmentation

Layer 2 settings

Command PDU, Ul command

Thd
Ide

IVS-DSRC shall support the “Freight and Fleet” application, identified by the Application
tifier ‘2. Other Application Identifiers may be supported, but shall not bé-present in this
BST only requires AID = 2. The “Applications” field contains a list of the stupported applicatio

VST, as the
h instances

in the IVS-DSRC. For each supported application instantiation, a reference to the appropriatle standard
iven, made of an Rtm Context mark, which is composed of an<OBJECT IDENTIFIER rgpresenting
the|related standard, its part (9 for RTM) and possibly its version, and possibly an identjfier of the

is
Co
inst

Ap
in T

munication Profile, plus an EID that is generated by the IVS-DSRC, and associated to that

ance.

hpplication

ractical example of the settings specified in Table B.13; with an indication of bit encodings, is given

able B.14, where the IVS-DSRC only supports Comtntinication Profile C1.

Table B.14 — Initialisation — VST frame contents example with only C1 suppdrt

Odtet # Attribute field bits in octet Description
1 FLAG 01111110 Start flag
2 Private LID XXXX XXXX Link address of the specific[[VS DSRC
3 XXXX XXXX
4 XXXX XXXX
5 XXXX XXXX
6 MAC Control field 1100 0000 Command PDU
7 LLC Contrélfield 00000011 Ul command
8 Fragmeéntdtion header 1xxx x001 No fragmentation
9 VSF SEQUENCE { 1001 Initialisation response
Fill
0000 Unused and set to 0
10 Drgfla INTECER (0 127 00000000 No-extensionExampleproflle 0
Applications SEQUENCE OF { No extension, 1 application
11 0000 0001
12 SEQUENCE { 1 EID present
OPTION indicator
OPTION indicator
AID DSRCApplicationEntityID
1 Parameter present
000010 No extension. AID = 2 Freight&Fleet
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Table B.14 (continued)

and Commpnication Profile C2.

Octet # Attribute field bits in octet Description
13 EID Dsrc-EID XXXX XXXX Generated by the IVS DSRC
function and identifying the
application instance.
14 Parameter Container 00000010 No extension, Container Choice = 0210,
Rtm Context Mark, Octet string
15 0000 1000 No extension, Rtm Context Mark
length = 810
16 Rtm-ContextMark ::= SEQUENCE { 0000 0101 Object Identifier of the supported
andandpar and verslo, EARele
} part9(9) Versionl (1).
17 0010 1000
18 1111 1010
19 0001 0110
20 0000 1001
21 0000 0001
22 beConfiguration Sequence { 0 ObeStatus not present
OPTION indicator
EquipmentClass INTEGER
0..32767)
XXX XXXX
23 XXXXXXXX
24 Manufacturerld INTEGER |XXXX XXXX Manufacturer identifier for the DS-
0..65535) RC-VU. See ISO 14816 Register.
}
25 XXXX XXXX
26 KCS XXXX XXXX Frame check sequence
27 XXXX XXXX
28 Flag 01111110 End Flag
Table B.15 fhows an exampleyof VST generated by an IVS-DSRC that supports Communication Profil¢ C1

Table B.1% — Initialisation (RTM-InitialiseComm-Request) — VST frame contents example with
C1 and C2 support
Octet# Attribute field bits in Description
octet
1 FLAG 0111 1110 |Startflag
2 Private LID xxxx xxxx |Link address of the specific VU
3 XXXX XXXX
4 XXXX XXXX
5 XXXX XXXX
6 MAC Control field 1100 0000 |Command PDU
7 LLC Control field 0000 0011 |UI command
8 Fragmentation header 1xxxx001 |No fragmentation
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Octet # Attribute field bits in Description
octet
9 VST SEQUENCE { 1001 Initialisation response
Fill 0000 |Unused and set to 0
10 Profile INTEGER (0..127,...) 0000 0000 |No extension. Example profile 0
11 Applications SEQUENCE OF { 0000 0010 |No extension, 2 applications
12 SEQUENCE { 1 EID present
OPTION indicator 1 Parameter present
OPTION indicator 000010 |[No extension.AID =2
Freight&Fleet
AID DSRCApplicationEntityID
13 EID Dsrc-EID xxXxX xxxxX |Generated by‘the OBU and
identifying:the application
instance’
14 Parameter Container { 0000 0010 |[No extension, Container Choice
= 0210, Rtm
Context Mark, Octet string
15 0000 1001 |No extension, Rtm Contexf
Mark length = 9,
16 Rtm-ContextMark ::= SEQUENCE {| 0000 0101 |Object Identifier of the
17 standardldentifier 0010 1000 supp_orted standard, part, fand
’ version. Example:
18 rtmCommProfile } 11111010 |1S0 (1) Standard (0) TARV
19 0001 0110 |(15638) part9(9) Versionif(1)
20 0000 1001
21 0000 0001
23 0000 0001 |Communication Profile C1
24 SEQUENCE { 1 EID present
OPTION indicator 1 Parameter present
OPTION indicator 000010 |No extension. AID = 2
Freight&Fleet
ATD DSRCApplicationEntityID
25 EID Dsrc-EID xxXX XxxxX |Generated by the OBU and
identifying the application
instance.
26 Parameter Container { 0000 0010 [No extension, Container
Choice = 02;,, Rtm
Context Mark, Octet string
27 0000 1001 |No extension, Rtm Contexf
Mark length =9,
28 Rtm-ContextMark ::= SEQUENCE {|0000 0101 |Object Identifier of the sup-
29 e 0010 1000 |Ported standard, part, and ver-
standardIdentifier, sion. Example: ISO (1) Standard
30 rtmCommProfile } 1111 1010 |(0) TARV (15638) part9(9)
31 0001 0110 |Versionl (1).
32 0000 1001
33 00000001
34 0000 0010 |Communication Profile C2
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Table B.15 (continued)

Octet # Attribute field bits in Description
octet
35 ObeConfiguration Sequence {
OPTION indicator 0 ObeStatus not present
EquipmentClass INTEGER XXX XXXX
(0..32767)
36 XXXX XXXX
38 Manufacturerid  INTEGER P55 Manufacturer [dentifier for
(0..65535) S ;};(egﬂieRf VU. See ISO 14816
}
39 FCS xxxx xxxx |Frame check sequence
40 XXXX XXXX
41 Flag 01111110 |End Flag

In the casejof Communication Profile C1, the interrogator then reads the data ByiSsuing a GET command,

conforming to the GET command defined in EN 12834, with settings as spécified in Table B.16.

Table|B.16 — Presentation — GET request (RTM-DataRetrieval-Request) frame settings

Field Settings
Inpoker Identifier (IID) Not present
Lipk Identifier (LID) Link address of the specificIVS DSRC
CHaining No
Elpment Identifier (EID) As specified in the'V'ST. No extension
Adcess Credentials No
AtitributeldList No extensien, 1 attribute, AttributelD = 1 (RtmData)
Frpgmentation No

Lgyer2 settings

Command PDU, Polled ACn command

Table B.17 fhows an example of reading the RTM data that belong to the TARV suite of standards.

Table B.17 — Presentation — Get Request (RTM-DataRetrieval-Request) frame example

Octet # Attribute field bits in octet Description

1 FLAG 0111 1110 Start flag

2 Private:EID XXXX XXXX Link address of the specific [VS DSRC

3 XXXX XXXX

4 XX XX XXXX

5 XXXX XXXX

6 MAC Control field 1010 s000 Command PDU

7 LLC Control field n111 0111 Polled ACn command, n bit

8 Fragmentation header 1xxx x001 No fragmentation
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ISO 15638-9:2020(E)

Table B.17 (continued)

Octet # Attribute field bits in octet Description

9 RTM-DataRetrieval-Request 0110 Getrequest

SEQUENCE { 0 Access Credentials not present

Option 0 IID not present

Option 1 Attribute List present

Option 0 Setto 0.
Fill RIT STRING(SIZE(1)) }
10 EID (INTEGER(0..127) XXXX XXXX The EID of the RTM applicatien ipstance, as
specified in the VST. No extensioh

11 AttributeldList SEQUENCE OF { 0000 0001 No extension, number of attributles = 1
12 Attributeld } 0000 0001 Attributeld = 1, RtniDdta. No extpnsion
13 FCS XXXX XXXX Frame check sequerice
14 XXXX XXXX
15 Flag 0111 1110 End Flag

In the Communication Profile C1, the IVS-DSRC, when receiving' the RTM-DataRetriev

hl-Request,

senfls a DataRetrieval-Response with the requested data conférming to the GET response| defined in
EN [12834, with settings as specified in Table B.18.
Table B.18 — Presentation — GET response (DataRetrieval-Response) frame settings
Field Settings
Invpker Identifier (1ID) Not present
Link Identifier (LID) As per EN 12834
Chdining No
Element Identifier (EID) As specified in the VST.
Acdess Credentials No
Fragmentation No
Layler2 settings Response PDU, Response available and command accepted, ACn
command
Tabje B.19 shows an.example of reading the RTM data that belong to the TARV series of stanglards.
Table B.19 — Presentation — Response frame contents example
Oqgtet # Attribute field bits in octet Description
1 FLAG 01111110 Start flag
2 Private LID XXXX XXXX Link address of the specific [VS DSRC
3 XXXX XXXX
4 XXXX XXXX
5 XXXX XXXX
6 MAC Control field 1101 0000 Response PDU
7 LLC Control field n111 0111 Response available, ACn command n bit
8 LLC Status field 00000000 Response available and command accepted
9 Fragmentation header 1xxx x001 No fragmentation

© IS0 2020 - All rights reserved

77


https://standardsiso.com/api/?name=b66ad1941d1dade29a9c818a6970fedf

	Foreword
	Introduction
	1 Scope
	2 Normative references
	3 Terms and definitions
	4 Symbols and abbreviated terms
	5 Conformance
	6 General overview and framework requirements
	6.1 General
	6.2 Overview of Communication Profile C1 — Remote roadside inspection using a short-range wireless communication interrogator instigating a physical roadside inspection 
	6.2.1 General overview of Communication Profile C1
	6.3 Overview of Communication Profile C2 — Roadside inspection using a short-range wireless communication interrogator, instigating a download of data to an application service provider
	6.3.1 General overview of Communication Profile C2
	6.4 Overview of Communication Profile C3 — Remote inspection addressed via an ITS-station instigating a download of data to an application service provider via a wireless communications interface (as defined in ISO 15638-2)
	6.4.1 General overview of Communication Profile C3
	6.5 Communications requirements
	6.5.1 General communications requirements
	6.5.2 Communications profile C1 requirements
	6.5.3 Communications profile C2 requirements
	6.5.4 Communications profile C3 requirements
	7 Requirements for services using generic vehicle data
	8 Application services that require data in addition to basic vehicle data
	8.1 General
	8.2 Quality of service requirements
	8.3 Test requirements
	8.4 Marking, labelling and packaging
	9 Common features of regulated TARV application services
	9.1 General
	9.1.1 Communication Profiles C1 and C2
	9.1.2 Communication Profile C3
	9.2 Common role of the jurisdiction, approval authority, service provider and user
	9.3 Common characteristics for instantiations of regulated application services
	9.4 Common sequence of operations for regulated application services
	9.4.1 General
	9.4.2 Quality of service
	9.5 Information security
	9.6 Data naming content and quality
	9.7 Software engineering quality systems
	9.8 Quality monitoring station
	9.9 Audits
	9.10 Data access control policy
	9.11 Approval of IVSs and service providers
	10 Remote tachograph monitoring (RTM)
	10.1 TARV RTM service description and scope
	10.1.1 Generic TARV RTM use case via the application service provider
	10.1.2 Specific use case of tachograph inspection by an inspector of the jurisdiction using short range equipment (Communication profiles C1 and C2)
	10.1.3 Description of TARV RTM regulated application service
	10.1.4 Description of TARV RTM application service
	10.2 Concept of operations for TARV RTM
	10.2.1 General
	10.2.2 Statement of the goals and objectives of the TARV RTM system
	10.2.3 Strategies, tactics, policies, and constraints affecting the TARV RTM system
	10.2.4 Organizations, activities, and interactions among participants and stakeholders of TARV RTM
	10.2.5 Clear statement of responsibilities and authorities delegated for TARV RTM
	10.2.6 Equipment required for TARV RTM
	10.2.7 Operational processes for the TARV RTM system
	10.2.8 Role of the jurisdiction for TARV RTM
	10.2.9 Role of the TARV RTM prime service provider
	10.2.10    Role of the TARV RTM application service provider
	10.2.11    Role of the TARV RTM user
	10.2.12    Generic characteristics for all instantiations of the TARV remote tachograph monitoring (RTM) application service
	10.3 Sequence of operations for TARV RTM
	10.3.1 General
	10.4 TARV RTM service elements
	10.4.1 TARV RTM service element (SE) 1 — Establish ‘Remote tachograph monitoring’ regulations, requirements, and approval arrangements
	10.4.2 TARV RTM SE2 — Request system approval
	10.4.3 TARV RTM SE3 — User (operator) contracts with prime service provider
	10.4.4 TARV RTM SE4 — User (operator) equips vehicle with a digital tachograph
	10.4.5 TARV RTM SE5 — User contracts with application service provider
	10.4.6 TARV RTM SE6 — Application service provider uploads software into the TARV equipped vehicles of the operator
	10.4.7 TARV RTM SE7 — Create data
	10.4.8 TARV RTM SE8 — Recording of digital tachograph data
	10.4.9 TARV RTM SE10 — ‘Interrogated’ request for tachograph data
	10.4.10    TARV RTM SE9 — Pre-programmed interval sending digital tachograph data to application service provider (Communication profile C3)
	10.4.11    TARV RTM SE11: End of session
	10.5 Generic TARV RTM data naming, content and quality
	10.6 RTM data content
	10.7 TARV RTM application service specific provisions for quality of service
	10.8 TARV RTM application service specific provisions for test requirements
	10.9 TARV RTM application specific rules for the approval of IVSs and ‘Service Providers’
	Annex A (informative)  RTM Communication and Transaction profiles
	Annex B (informative)  Communication Profile for EN 5,8 GHz DSRC communications
	Annex C (informative)  Data ‘Profiles’ for ‘Remote Tachograph Monitoring’
	Bibliography

